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ABSTRACT
Relatively new in Ghana, IT Governance is defined as specifying the framework for
decision rights and accountabilities to encourage desirable behavior in the use of IT: this
is in order to guarantee that the IT system of an organization sustains its goals and
strategies. This intends to guide and control the IT function in order to add value to the
erganization and to minimize IT risks. The purpase of the research was to determine the
current IT governance in KNUST, deren;rne if KN}JSLIT governnnce waos in line with

# 14
standard best proctices ond to | ﬁqd l ?&iaL «H: gou.ﬁmanfe model for KNUST.
Questionnaires were distributed to the IT ‘decisions makers in the university. The
information ebtained was then analyzed.and compared with the Weill and Ross model of
IT governance. The results ubtar‘neiM ﬁk"ﬂpgy'.g;uwed that the IT governance of
KNUST was lower I‘hen efe.'ifmd and wos ot in line with best practices. And therefore a
modified form of Weill and";ﬂa;‘;.l.inaﬁe! was proposed for KNUST based on information

provided from the study.
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IT Governance:

Decision Right:

Input Right:

[T principles:

IT archilecture:

IT imfrastructure:

IT application needs:

IT Investment and

prioritization:

Umiversity Exccutive:

IT Leaders:

e

DEFINITIONS

Is specifying the f(ramework for decision rights and
accountabilities to encourage desirable behavior in the use of

FE:

This refers to the person or group who makes final IT
decisions, and may or may not need participation from other

people.

This refers to the person or group who participates in the
proceedings afimdking IT{decisions, but do not take part in

the final dckiston
High level statements about how IT is used in the University.

Set of policies and rules for the use of IT and determines the
way business will be done (including data, technology, and

applications).

Strategies ‘for centrally coordinatéd IT capability (both
techmical and human), shared throughout the University as

rehable services, (¢.g., network, help desk, shared data).

Specifying, the-business need for' purchased or internally
developed I'T apphications.

Decisions abﬂut' hew mmch and where to invest in IT

including project approvals and justification techniques.

A group of or individual senior executives (i.e., CXOs).

Includes committees comprised of senior University
execubives:

Individuals or group of IT executives and professionals.

X



Federal:

IT Duopoly:

Anarchy:

C level executives and at least one other business group (c.g..
department/unit leaders) - may include IT executives.

IT exec utivi:{aﬂdlctlj tg]o[-gmup.

_Eaeh-individual user




CHAPTER ONE
INTRODUCTION

1.0 Introduction

This chapter gives the reader an introduction to the subject matter — IT governance. The
background of the research, the problem statement and the purpose of the thesis are
explained. Furthermore, the research questions are displayed; the delimitations and the

thesis disposition are also outlined.

1.1 Background

It is a reality that, these days many organizations would not exist or be able to function
casily without the use of IT (Peppard, 2004), and'its impact can be felt in all aspects of the
business right along the value chawn (Tallon, 2000): Originally, IT was used only to
automate manual processes, and its funchon was generally a supportive (Ward, 2002) and
reactive one (Porter, 1985). Nowadays, IT has a more essential role, with most
organizations having glready reaped the bencfits of automation (Davies, 1999), they are
looking for IT to aid cempgtitvg advantage in a diverst and changing marketplace
(Luftman, 1999; Peppard, 1999; Peppard, 2004, Roass,'1996). This implies that the use of
IT has taken a strategic focus, and many organizations, especially those heavily reliant on
information (Porter, 1985), are very much dependent on IT to help achieve this (Davies,

1999; Peppard, 2001; Peppard, 2004; Ward, 1999).
R _,_,..--""'--_._'_

However, the IT baseline costs are significant and nising (Marshall ef al., 2004). It has
e

been reported that they make up about 75 percent of the operating budget and represent

approximately four percent (4 percent) of gross revenue (Gartner-Group, 2003), IT

underpins an organization’s operations to such an extent that an IT related failure or



breach can precipitate a significant financial loss or the development of serious legal isks
and issues for an organization (Abu-Musa, 2002; Cockeroft, 2002). Little wonder then
that organizations are recognizing the need for increased control of IT via IT governance.
In similar way to corporate governance, IT governance within organizations can only
oceur when there is high level involvement. To reiterate (he words of Bird (2001).
Executives manage organizations by virtue of the authority delegated to them by those
who govern. By implication management and govemance are separate activities and

governance requires the highest level of dizection, lecadegship.and control.

Rescarchers were examining and addressing the fundamental concepts of IT governance
even as early as the 1960°s, but it was not until the late 1990°s that the notation of
Information system (IS) governance frameworks and then later IT governance
frameworks started to feature promincntly in the academic literature (Brown, 2005): Due
to the dynamic and highly compefitive business environment nowadays where firms
spend around 3-5 percent of their révenues each year on IT just to stay competitive, good
IT governance is no longer nice (0 have but it 15 a must have (Webb, 2006; Yayla, 2008).
It is rarely a matter of just working harder or longer to extragt greater value from IT,
instead it requires development of new iechniques for designing, implementing and
mvolving different people in the 1¥ decisions (Weill,-2000). High-level IT governance
models are therefore being created and today IT governance is high on the agenda in
many organizations (Haes, 2008).

Many leading “organizations use IT govemnance to pursue gains in efficiency,
;cmuntability, and regulatory and other forms of compliance (Lee, 2008). In the words of
Guldentops (2004a) in a study on “Governing Information Technology through COBTT™
it 1s revealed that to be able to implement effective IT governance, organizations need to

assess their current performance and be able to identify where and how improvements can
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be made. And that the use of maturity modcls greatly simplifies this task and provides a
structured approach for measuring how developed the IT governance process and the

processes managed within IT are against a consistent scale(Guldentops. 2004b).

All the issues described above point out the need for a specific focus on IT governance
that will ensure desirable behavior in the use of IT. A desirable behavior in the words of
Weill (2004) 1s one that is consistent with the organization’s mission, strategy, values,
norms and culture, such as behavior promoting entrepreneurship, sharing and reuse or
relentless cost reduction. Good IT goyefnanee draws pragorperate governance principle to
manage and use IT to achieve corporate performance goals. Effective IT govemance
encourages and leverages the ingenuity of ‘all enterprise personnel in using IT, while

ensuring compliance with the enterprisc’s everall visien and principles (Weill, 2004).

In the same study mentioncd aboye, Weill asset more executives are realizing that if IT is
to extend its value to their fespective institutions, they need to have some kind of IT
governance framework in place: But the problem is that a lot of the managers are not clear
about what IT governance is all about. If ahgnment between the University and IT
strategies is to be strengthen, undcrstanding 1T governance can help cxecutives to solve
the innovation paradox: achevig busingss and 1T agility and compliance with laws and

regulation.

Joel Etzler (2007) in a thesis work on IT governance state that, it is no longer enough to

lock at talented individuals to manage IT projects, the projects regularly need to be
M = __,_,..--"'"_'_-__F

structured as sustainable processes, where documentation and measuring is standardized.

THE thesis further revealed that many organizations acknowledge this need and put more

effort into standardizing the IT structure, policies and procedurcs and focus on aligning



them to the business objectives. This practice is called IT governance and will be further
explained and discussed throughout this report.

In 2006 the IT governance Institute (ITGI) conducted a global survey drawing on 695
organizations. The survey reports that 87 percent of parlicipants considered IT crucial to the
delivery of their business vision and strategy (ITGI, 2006). With this major [T dependency
comes a huge vulnerability that is inherently present in complex IT environments. There is a
wide spectrum of external threats that accompanies the risk factor. such as errors, omissions,
abuse, fraud and cybercrime ( Grembergen, 2004). For the above mentioned reasons, most
organizations are vulnerable to Il msks and [T goverflance helps mitigating this risk

(Grembergen, 2003),

1.3 Problem Statement

IT is now used for most of KNUST s acaderic and administrative business processes.
"J:his has led to millions of cedis being spent to acquire IT facilities;, including hardware
equipment, software applications and the Internet serviees. Decisions in acquiring these
facilities are made by individuals, departments and units. At times critical decisions that
affect the entire University community are taken by these individuals or groups who feel
that they have the nght to.da sa by virtue of their positions.. There arc occasions when a
unit or department struggles to acquire a teehnelogy ffom outside the University, whiles
as a matter of fact this technology could have been acquired intemally. The more
disturbing issue is that, the authorities that take these decisions arc more often not held
accountable if those decisions they take tend to fail. This problem is due to the fact that
= e
there are no well defined mechanisms in place as to who is able to make critical decisions
amt Who is held accountable for the failed decisions, This problem leads to inaccurate

investment decisions in IT and thus waste of the scarce resources available to the

institution. Based on this background, the core of the study is to investigate and come out



clearly with defined structure on how KNUSTs IT govemance should be. In the hope
that when it is properly implemented will not only enhance efficiency, but will align IT

decisions to conform to desirable behaviors and best practices.

1.4 Research Questions

Even though several studies have examined the issue of IT governance, the particular [T
governance model to use very much depends on the organization the study is conducted.
In light of this, this dissertation contributes to the IT governance literature by examining

three issues within KNUST. The threg'questiogis ¢ongidered are:
1. What is the current IT governance situgtiondn KNUST?

2. How does KNUST IT governange eompare-to the Weill and Ross Model of IT

governance?
3. What is the best way {o-governdT-in KNUST?

The answers to these questions. may aid the University to increase cifectiveness in IT

governance, by identifying eritical suceess paths to-follow in takingIT decisions.

1.5 Objectives

Based on the above, the broad objective of the study is to examine IT governance,

However it is specifically intended to:

(i)  Determinc the current ¥ governance of KNUST.

(11) Determine if KNUST's [T governance is in line with standard best practices.
e

(1)  Find suitable IT governance direction for KNUST and other institutions.

= L.BRAR
AWAME Ny, ol

SGIEMCE apny 1 r
LCaMoLogy
LLL TR

[T T U]j‘ E':'rr ”



1.6 The focus of research and key assumptions

This study is to solve the IT governance problems in KNUST. The underlying conviction
is that a solution to this problem lies within the academic domain. IT related problems
are not the only problems facing KNUST and solving the IT related problems will ncﬁ.
mean that all problems in the KNUST have been solved. It is the iniention of the
researcher that, if a study of the IT problem provide a solution, and other problems are
solved in s.imilar or different ways, then in the end, most if not all, of the problems in
KNUST would be solved based onpt udi ffonrtheyarious studies. The use of
consultancy services is very useful ingmughj: be encouraged. This does
not, however, preclude secking solutions frn:};éﬁbﬁ&_gigmia where high reputation in the area

ol management of Information Systems has been established. The problem domain and

focus are depicted in Figure 1.1.

I
"
s,
r
]

1.7 Delimitation and Scope

e e

The thesis 1s a high level assessment and 1s limited to gathering information on the IT

decision making processes in KNUST, The study covers what is being done in respect of



Weill and Ross framework, not processes outside those borders. The project is also

limited to KNUST which is further described in latter section.

1.7 Organization of the study

The study is organized into five chapters, chapter one contains the introduction as well as
the background whereas in chapter two the relevant literature was reviewed. Chapter three
describes the methodology and four describes analysis and discussion of the results. The

final chapter contains summary and policy recommendation.

1.8 Summary

This chapter laid the foundation for this thesis By giving an outline of the problem
(formulated in Section 1.3) related 1o IT governance in KNUST. The limitations of the
study were also stated, The chapter stated the research problem and formulated the
research questions and objectives. A brief statement of the purpose and overall objective
of the research and an outline of the rest of the theses were presenied. The theses proceeds

with the approach applied to finish the study.
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CHAPTER TWO

LITERATURE REVIEW

EMPIRICAL REVIEW

2.0 Introduction

In this chapter, the relevant theories and the latest research on IT governance are

presented to form a supporting frame for this study.

2,1 WhatisIT Governance?

Briefly, IT governance is a subsct disciphne of Corporate Governance focused on
information technology (1T) systems and their performance and risk management. More
complete definitions will be presented in the first part of this chapter, followed by a
clarification of the differences between I'1" povernance and JT tianascment, and the links
between IT and corporate or institutional-sovernance. The last part will explain why to

look at IT governance is now mandatory.

2.1.1 Definition

IT and 1ts use n business environments have eipenenced. a fundamental transformation in
the past decades. The influence of IT in organizations led professionals and academics to
conduct research and developed theories and best practices in this emerging knowledge

domain, thus resulting in a variety of IT Governance definitions, some of which are

o __,..--""-'-_._-_
formulated below:

e

According to the IT Govemance Institute (2007), [T governance is the responsibility of

executives and the board of directors, and consists of the leadership, organizational



structures and processes that ensure that the enterprise’s IT sustains and extends the

organization’s strategies and objectives.

Weill and Ross (Weill, 2006) define IT governance as specifying the decision rights and
accountability [rameworks lo encourage desirable behavior in using IT. IT govemance
reflects broad corporate governance principles, while focusing on the management and

use of IT to achieve corporate governance goals.

Van (Grembergen, 2003) also explain_IT Governance, as the organizational capacity
exercised by the Board, executive [mtandgement_and_IT management to control the
formulation and implementation of IT strategyhand in this way, ensure the fusion of

business and [T.

Although the above definitions differ in some aspects, they are all mainly focused to the
same 1ssues, such as the link between busingss and IT. The définition of the Weill and

Ross will be used as reference for the study.

2.2 IT Management versus IT governance

IT Governance is all abhout setting policy, direction and decision rights together with
appropriate monitoring and oversighl to-provide-assuranee that the right outcomes are

being achieved.

IT management however implements the policies determined by the governance body,
akes decisions targeted at realizing the policies set by the governance body, IT
and makes decisions argeted. al teaiizing the: po y the g ¥

managers are therelore appointed by IT governors.

—-—-_._--_—

In other words govemance determines who makes the decisions while management is the

process of making and implementing the decisions (Weill, }.",{]Dll]} While managers
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administrate, develop, implement, and monitor business stralegies on day-to-day-basis,

governors deal with overall organization policy, culture, and direction (Webb, 2006).

Governance 1s mostly restricted to only providing the infrastructure for making decisions,
and the decision making process itself is not included. Making decisions is generally
accepted to be an aspect of management, which is separated from governance. Sohal and
Fitzpatrick (2002) have illustrated that in their research on governance in Australian
government (see Figurc 2.1). So there is a clear distinction between governance and
management, suggesting that governahec mmbir:sﬁi thcxcpc:g{im_a of a setting in which others
can manage their tasks effectively, This makes IT Governance and IT Management two

separated entities.

“This doer not undermine the importance and complesity of ITuM anagement, bur whereas elements of
IT Management and the supply-of L Services and products cani be commissioned to an external
provider, IT Governance ir orfomiSalion. specific, and® diveetian-and-tonirol over IT cannot be

delegated fo the marksf” (Grembetgen, 2003),

Business
et

Present Futura

Figure 2. 1: IT Governance versus IT Management (A.S. Sohal, 2002).
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Figure 2.1 seeks to explain that IT Management is focused on the management of present
IT operations and the internal effective supply of IT products and services. IT Governance
however is much broader and concentrates on performing and transforming IT to meet

present and future demands of the business (internal focus) and the business’ customers”

(external focus).

2.2.1 The Role of IT Governance

Although a few organizations have had success in this area—creating effective programs
for determining IT priorities, establishiug religble procedures for oversight and defining
meaningful metrics to hold IT accountable for jts performance—they appear to be in the

minority these days (Drogou, 2007).

According to (Melnicoff, 2005), in a study titled “Ts there a smarter way to approach IT
Governance?” IT govermance can be less complex than many exécuiives realize— and it
15 surely far too important to 1gnote, It further that dependingon the industry, IT budgets
can account for 10 percent of total revenues— or more. The samc rescarch revealed that if
that money is not well spent, the impact on-the bottom line, both direet and indirect, can
be dramatic. And that Effective ¥l povemnance increasingly fepresents an investment that

contributes directly to high business perforiiance.

Good IT Governance harmonizes decisions about the management and use of IT with

desired behaviors and business objectives.

IT is essantia_l, as it is already integral to organizations’ ability to fulfill their missions,
and—1s only going to grow in importance. New information technologies bombard

enterprises with new business opportunities,
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IT 1s Expensive, as Weill (2006) explained, that to get the highest return on your IT
investment, you have to make consistently better decisions regarding IT. And that's where

governance fits in; some estimates suggest that only 20% percent of IT spending is visible

in the budget.

IT Governance is critical o organizational learning about IT value. Effective governance
creates mechanisms through which enterprises can debate potential value and formalize

their leaming. It also facilitates leaming by formalizing exception process.

IT value depends on more than go@diteghnglogy,/ The'roles of business leaders and
technologists become increasingly intertwined™o the extent that 1T decision making

necessarily becomes joint decision-making for optimaliperformance.

According to Milnicoff (2005) the right IT governange ensures that senior cxccutives
spend the appropriate time and' effort working on the 1T agenda. And that in the short
term, reconsidering IT governance ean be a way torsave money. It also revealed that
through centralization and conselidation, large organizations can save millions of dollars.
The study further held _ihe asseriion that in.the.long term, theeright IT govemance
structure can help focus an, organialion on the strategic value of hformation technology

and ensure that controls are in placeto reccivemaximum-benefits.

Drogou (2007) held that the need for assurance about the value of information

technology, the management of IT-related risks and the increased requirements for control

over infnrmati@;;re now understond as key elements of enterprise governance. The study

adds that the value, risk and control of IT constitute the core of IT governance and it*s the
oeslltalel

most important factors in generating business value from IT. The same study posits that

IT can deliver on the longtime management paradox of leveraging and encouraging the
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ingenuity of all the enterprise’s people while ensuring compliance with the overall vision

and principles,

2.3 How to Govern IT

Senior management should be knowledgeable about IT to make better decisions. IT
governance is a tool to help them assess the efficicncy of the IT organization towards the

alignment between business and IT (Drogou, 2007).

23.1 Strategic alignment betweénbusifes§ dnd 11

According to McKinsey (2006b) in his artigle “Managing IT for speed. scale and
mnovation”, reveal that the trend over the past decade to centralize IT has cut costs,
simplified vendor management, strengthéned compliance with corporate standards, and
improved the way organizations manage thedemand for and the delivery of theit IT
services, Communication between business and ftechnology lcaders is often tightly
structured to comply with new confrols aimed al reducing waste and ensuring that
everyone requesting IT servicesis {reated ﬁquiiabl:_,f_ ‘When business executives grow less
familiar with technology's evolving capabilitics and technologists grow less familiar with

the business, collaborative problem selying becomes mere difficulf.

In the same research work as above, McKinsey held that Isolating IT makes it harder to
leverage technology that could change the business model. And that process innovations
enabled by new technologies frequently help organizations leap ahead of their
competitors, but when I'T"m;ainad too tightly, no funding is available for

investment, and a risk-averse culture can develop.
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To create a competitive advantage, IT should help the Universitics improve their speed,
efficiency, or develop new learning methods rapidly. Decisions about IT investments

should be based on whether they will confer an advantage in desired behavior.

To McKinsey (2006a) again, in a study entitled “Divide and Conquer; Rethinking IT
Strategy” it revealed that too often, organizations design their IT stratcgics around what
they are cufrantly doing (existing assets, programs, and capabilities) and fail to focus on
what they could be doing. The usual reason according tg_him is that, the starting point of
the IT strategy process is improving aufent ségviee levelstand reducing the cost base. The
alternative is for the leaders of business unitg%and IT to base their strategies on their
aspirations. Such strategies can be implemented in parallel with strategies for improving
current capabilitics but call for IT lcaders who ean werk creatively with their business

counterparts.

This approach works best when business unit- leaders aré as knowledgeable about
deploying IT to win as they are about deploying capital or human resources. Raising the
"IT IQ" of business leadersioften delivers aSignificant pavback. In-addition, the TT leader
supporting the business tmit shonld be savvy enough about itto have insightful ideas on

how IT can help it win (McKinsey,-2006b),

2,3.2 Choose the right governance model

Strategy rarely offers clear direction for development of stable IT infrastructure and

business process capabilities. To best support its strategy. the organization should define
aroptrating model. The model deseribes how an organizalion wants to thrive and grow,
and provides a more stable and actionable view of the organization than strategy. The

right model provides a clear road map for IT governance decision-making and a guide for
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assigning accountability and responsibility among C-level executives, business unit
executives and the chief information officer. A major goal is to ensure that senior

executives spend the appropriate amount of time and effort working on setting and

managing the IT agenda—but no more.

The Weill and Ross governance model adopted in this study is based on integration and
standardization criteria. They claim that an operating model is the necessary level of
business process integration and standardization for delivering goods and services to
customers. And that Standardization' of hilsiness prodesses/and related systems means
defining exactly how a process will be executed regardless of who is performing the
process or where it is completed. According to\them. standardization can result to
increase in throughput and efficiency. They further stipulate that Integration links the
efforts of organizational units through shared data. And that the benefits of integration

include efficiency, coordination, transpareriey; and agility.

2.4 Theoretical Review

There are a growing number of models and frameworks that addiess.ane or more aspects

of IT govermance. Some of them are discussed below.

25 COSO - Committee of Sponsoring Organizations of the Treadway
Commission
The COSO committee is a US private sector initiative, formed in 1985 to identify the

factors that cause fraudulent financial reporting in corporations and make
recommendations to reduce These incidents. COSO is sponsored and funded by several
ai:gqgnﬁng; associations and institutions, such as the American Institute of certified

Accountants, and the American Accounting Association.
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According to Selig (2008), the COSO framework defines internal control 45 A Process,
impacted by an organization’s Board of Directors, management and other personnel,

designed (o provide reasonable assurance regarding the achievement of objectives in the

following category.

» Effectiveness and efficiency of operations
» Rcliability of financial reporting

* Compliance with the applicable laws and regulations

2.6 COBIT - Control Objectives forInformation and Related
Technology

Developed by the IT Governance Institute (ITGI) and is affiliated organization, the
Information Systems Audit and Control Association (ISACA), COBIT, provides a control
framework linking thirty-four 1T precesses tofour domains — planning and organization;
acquisition and implementation; delivery and support and menitering, all of which are

related to specific IT resources and metrics.

COBIT defines high level business conirols and audit objeetives forthe processes, linked
to business objectives and supporis “these with detailed centrol objectives to provide
management assurance and/or advicedor improvement, The control objectives are further
supported by audit guidelines, which enable auditors and managers to review specific IT
processes, to help assure management where control is sufficient or to recommend

change (Selig, 2008).
— _,,.r-“'-_'_—_
2.7 ITIL - IT Infrastructure Library
IT-service Management and delivery is about maximizing the ability of IT to provide

services that are cost effective, and meet or exceed the needs and expectations of the

business to :
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* Reduced the cost of operations
* Improve service quality
¢ Improve customer satisfaction

» Improve compliance

The ITIL framework provides an effective foundation for higher quahty IT service

Managemenl, and delivery processes and disciplines(Selig, 2008).

2.8 CMMI - Capability Maturity Model ®Integration
CMMI focus on the disciplines of soff\are; systemns and hardware process improvements

that provide a set of practices that address productivity, performance, costs and overall
customer satisfaction, and is being applies to a broader range of initiatives (software

development, systems engineering, produet developmient, etc.) (Selig, 2008).

The purpose of CMMTUiis to provide gwidance for improving an organization’s processes
and its ability to manage the development, acquisition and mamtenance of products and
services,. CMMI provides & structure that helps an orpanization to assess its
organizational maturity-—-and process area _capability, cstablished priorities for

improvement and guide the implementation of these improvements,

2.9 Bases for Weill and Ross model

The above models such as COBIT, focus primarily on control aspects of improving 1T
governance. ITIL approach IT governance in terms of IT service Management and

delivery, while . CMMI looks at IT governance in term of systems and software
e = d_,,..--"'"-__ =
development. Their approaches to IT govemance were different from the objectives of the

research - to determine who made IT deecisions, and how those decisions were made.
Weill and Ross accountability framework precisely dealt with the fundamental decisions

domain that every IT organization should consider and the groups or individuals who
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have the rights and/or qualified to make inputs into those decisions domain. This was the
information that informed the choice of the Weill and Ross model as most suitable for this

study.

KNUST




CHAPTER THREE

METHODOLOGY

3.0 TIntroduction

In this chapter, a description of the Weill and Ross Accountabi lity framework is made.
The model has become the de facto standard for IT governance in a number of research

projects (Weill ef al., 2004) and thus was uscd in this thesis. It further outlines steps

taken to complete the research.

3.1 The Weill and Ross Framework

The Weill and Ross Framework — consist of three key eomponents: IT Decisions domain,
IT governance group and 1T Implementation mechanism. Each component poses a set of

questions about IT, the answers to which formamajor ingredients of the governance issue.

3.1.1 IT Decisions Domain

Under the first component - I'T decisions domain, the first step of any IT governance is to
determine the IT decisions domain. Weill'and Ress-identified five key areas Lo describe
the span of IT in any organization. They are;

e [T Principles

* [T Infrastructure

e [T Architecture

o [T Apph;;a{mn needi.—

s IT Prioritization and Investment

oo

IT principles — involves high level statements on what the role of IT is to the University
and these should have strategic alignment with the Umiversity’s mission and objectives.

IT principles main concern hinge on addressing three major questions;
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e What the role of TT should be to the University,
* What desirable behaviors are required to use the IT? And
¢ How IT will be funded?
For example: use industry standards, acquire or develop application systems cte. High .

level decisions about the role of IT concerned with how to use IT to create business value.

IT Infrastructure — involves strategies employed to provide base foundation or centrally

coordinaled services for the University’s IT capability; e. g, network backbone, shared

data, etc.

IT infrastructure addresses questions like;
o What infrastructure services arg ymost ertical to achieving the Unmiversity’s
strategic objectives?
 What infrastructire services-shotld be implemented enterprise-wide, and what are
the service level requirements of those services?

e What is the plan for keeping underlying technologies up to date?

IT Architecture - is antintegrated set of techuical-choices lo/gdide the University in
satisfying core needs and réquitements. IT architecturg.addresses the following questions:
# What are the core processes of the University-and how are they related?
¢ What information drives these core processes?
» What technical capabilities need to be standardized enterprise-wide to support IT
Efﬁciﬁnejié;s and to facilitate process standardization and integration?

e What technology choices will guide the enterprise’s approach to IT initiatives?

IT Application Needs — this is specilying the IT systems and services developed or

locally built used by the University
p L. '.lu"'
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University application needs respond to the following questions:
* What IT applications with broad University implications are required?
e How can IT needs be addressed within architectural standards?
® When does an enterprise or unit need justify an exception to the standards?
IT Investment and Prioritization — determine decisions about how much and where to

invest in IT including project approvals, justification techniques, and post implementation

continued review of value to the organization.
IT investment and prioritization react to the following guestions:
e What process enhancements arg steategieal lenostimpdrtant to the University?
o Is the current IT portfolio consistent with the University’s stratcgic objectives?
* Do actual investment practices reflect the relafive importance of enterprise-wide

versus college/unit investments?

3.1.2 IT Governance Groups

The second component — IT Governance group, deseribes the second step in designing IT
governance. That is, establish what groups (or individuals)sghould have the rights to
making IT decisions and those qualified to_make inputs into IT decisions. The IT

governance groups appropriate to' a Umwersity setting hike KNUST are:

e University Exccutive

e [T | eaders

¢ Federal —
s J_,_..--"‘"'_-_ =
e Duopoly
S
e Anarchy

21



University Executive — refers to senior executives who take responsibility and are
accountable for the general University performance. Typically, this group includes the

vice-chancellor and the scnior administration of the University. Their position would be

to institute general principles on how IT will be used and managed, to approve significant

IT nvestments, and to ensure compliance with regulatory requirements.

This group would work with the University council in areas appropriatc to council

responsibility.

IT Leaders - This group consists of [’ preﬂ-:saicmal_s, managers and administrators who
have specific responsibility for IT. This would include the CIO, senior administrators in
Computer Centers and managers of IT nnits in colleges or units in the entire University.
Therr role would be to use their techni¢al and business knowledge to frame technology
issues for executive decision making or 'to establish. technical  architecture and

infrastructure to support the University needs.

Federal — this is a committee with membership drawn from all facets ol the University.
The commitiee 15 a governance group responsible for drawing inthe neceds of the
University commumty and @ticulatmg an overarchmg.-understanding of University
directions. The value of federal erotips in IT govemance is to enable diverse voices,
provide a forum for the expression of needs and requirements, and as a mechanism to
make community recommendations or provide informed input to the decisions of others,

Federal groups are key to a CEEEEQ@, diverse and mutually supportive IT capacity.

IT Duopoly - this is a partnership formed when a local unit (department. college. etc.)
forms agreement with one or more of the IT Leadership groups to make decisions

regarding IT within the scope of that unit’s responsibilities. Duopolies are formed

L“m'
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frequently. The role of duopoly groups 1s to advance the use of I'' in particular unit in a

manner that is consistent with the overarching standards, architecture and infrastructure.

Amarchy - this is when end users go their own ways to take certain 1T decisions. The
most obvious example would be an individual researcher making decisions about
deploying IT in support of a rescarch initiative. While these decisions typically must
comply wiﬂ‘l.University standards and architectures, often these are individual actions
with little or no oversight, This is supported where individual users require very rapid IT

responses.

3.1.3 IT Implementation Mechanism

The last component of the framework marks the thisd step of IT governance. 1t deals with
how the IT decisions are.formed and enacieds The University must-decide detailed
decision responsibility and accountability and how alignment will eccur. The Weill and
Ross framework identifics three eategories of mechamsms to specify how the decisions
made will be cnacted.
e Decision-making structures - deals with~who is responsible and accountable.
Example, committees.
e Algnment Processes — is ensurmg—that decisions made are effectively
implemented to meet desired outcome. Examples mclude IT investment and
evaluation processcs and service-level agreements.

e Communication Approaches — deal with how information will be disseminated

____throughout the University. Examples include meetings and announcements.

23



3.2  Accountability Framework

By combining the IT Decisions Domain with the IT Governance Groups an
“accountability framework™ or matrix is formed. The framework illustrates what groups
are responsible for what kind of decisions or inputs. Table 3.1 below shows the original
Accountability framework by Weill and Ross. This study adopted the model and made
some modifications (see table 3.2). While Weill and Ross mention Business monarchy
and IT monarchy, this study talks about University Executives and IT Leaders.
Furthermore, the modified model excludedsthe Feudal groups=This was done because of
was not applicable in the study area, However, the'Rederal, Duopoly and Anarchy groups

were maintained.
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The descriptions made in the IT Decisions Domain; IT prineiples, IT Infrastructure, 1T
Architecture, IT Enterprise Application needs, and IT Investment and Prioritization, all of
which affect the University community were explored and enabled the researcher to
identify whether and what IT decisions were made in KNUST. The researcher was guided
by the IT Governance Groups to identify the individuals and/or groups who decided on or

had input to IT decisions, and whether those people took responsibility or were held

accountable for the IT decisions they took.

3.3 Study Area

1. The University’s establishment was based on scientific and technological
foundations, to provide scientific and technolegical solutions for the country and
Africa in general. This provided the researcher with a reason to want to know
how, as a scienfific institution, it ought tg plan-and govern its IT,

2. Many donor commuriities, fom within Ghana and overseas, have vested interests
in IT activities, and suppert the University. This résearch is, therefore, of great
mterest to donors, as it will enable them to know how well their donations are
utilized.

3. The study would provide‘baseline information pnIT Governance in KNUST since

it is the first of its kind to be underaken in the University.

3.4 Historical perspective

KNUST was fﬁ'ﬁﬂd_ed- in 19=E_Lg_m'cm_vidc higher education with special reference to

science and technology and to act as a catalyst for the technological development of the

s =

country. The University has a student population of 24,000 and academic staff of 700

distributed among six colleges; College Agriculture and Natural Resources, College of
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Architecture and Planning, College of Arl and Social Sciences, College of Engineering,

College of Health Sciences, and College of Science.

The University Information Technology Services (UITS) unit is led by the IT consultant

who reports jointly to the Vice-Chancellor and the Pro Vice-Chancellor, The UITS’

mandate mcludes to;

» Accelerate the expansion and modemization of TCT facilities in the University.

e Institutionalize the culture of use of ICT in the University.

3.5 Sampling selection and survey population

The study population covered all senior ¢xeeutive of the University including the Vice-
Chancellor, the Pro Vice-Chancellor, Registrar, Finance officer, and the six provosts.
Others were the University of Libragian, Intemnal Aoditor, three IT consultants, etcetera,
In all they constitute a sample size of twenty-five. This category'was chosen because they
take the day to day policy decisions and- for that matter IT decisions in the Umiversity.
Another category was [T Leaders. The reason for choosing the IT leaders was because
they had the first hand information about TE. matlers.in the various units and they dealt

directly with the University executives.en matters to deal with'I'T-decisions in their units.

3.6 Survey Design

The survey design was sclf administered questionnaire. It was divided into two sections,

and contained a ﬁital of MGW& A self administered questionnaire was the most

appropriate method as IT govemnance was relatively new to respondents and they needed
-\-_--.--_ ] & " -

1o understand the questions before completing the questionnaire. Instances where

respondents said they did not have time, the rescarcher still ehicited information by

deliberately engaging them in face to face interview and made sure the dialogue went
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along the same line as the questionnaire. The questionnaire was designed to ensure there

was no ambiguity about what was being asked. (See APPENDIX 1).

3.7 Data collection

Data collected was mainly from primary sources. As mentioned. the self-administered
questionnaire method was used to elicit information from relevant individuals, among the
University executives, IT leaders and some directors. The approach ensured that all

questions were answered and responses received. It also saved time, reduced call backs

and questionnaire mortality rate.

Purposeful sampling technique was used. Thisavas adopted because the study focused or

targeted some groups in the University. Hence it was a suitable technique for the work.

Though there were other techniques awvailable such as the simple random smnpling,
cluster sampling, etcetera, they were all less suitable for the smdy. The simple random
sample technique was too simple to acquire the desited resulis. The purposeful random
technique used for the study also had the demerit of being biased; nevertheless, it was

much suitable for the weork since the study had atarget.
3.8 Notes on completing the survey '

-IT governance knowledge questionnaire

Section A questions were general questions regarding the respondents understanding of

IT governance. These were the first questions in the questionnaire which intended to

e
focus the respondent.
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-IT decisions domain questionnaire

Respondents were asked five questions about their level of involvement in parlicipating in
IT decisions in KNUST in terms of IT Principles, IT Architecture, IT Infrastructure, IT
Application needs and IT Investment and Prioritization. These questions sought to know
whether respondents were part of 1T decision- making, so that the researcher could infer

whether management had left IT in the hands of I'T professionals or they considered IT as

one of the functional units of the University,

3.9 Research Steps

The thesis consists of a set of seven related steps that were all carried out to conduct the

rescarch.

Step 1: the praoblem area is infrodueed and the research questions stated.

Step 2: the researcher presénts'a review ofrelated hterature in IT governance.

Step 3: presenis a summary of the Weill and Ross Accountability framework; the
framework that has become the de facte standard for @8sessing institutional
IT governanee. “Brnef-description of the.stidyarea and an outline of the
research processes Used _io‘answcr thC rescarch questions are also
explained.

Step 4: the Weill and Ross framework is used to assess KNUST current IT
-g_cwem:an::e. Results are analysed and discussions are made.

et
Step 5: summary of findings and policy recommendations are made and finally,

concluding remarks about the study are given.
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The research steps described in section 2.1 is represented in figure 2.1,

Introduction Step 1 e B Chapter 1 [Exploring problem Hﬁﬁl"
Literature Review Cha ter 2 [Presentation ui hcﬁh]é..
Step 2 F— p 3 [_ mti‘dﬁl] 9‘11‘11|l g
Methodology
Step 3
Results & =
Discussions Step 4

Conclusion &

Recommendations [REiGEEE

Figure 2, 2: Research Methedology

3.10 Summary

The methodology uscdin-this research was described. A brief deseription of the stages of
the methodology, which also cotresponds to the chapters of thisvesearch, was given. The
details of the stages of the methodelogy will appear in'their corresponding and subsequent

chapters.
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CHAPTER FOUR

ANALYSIS OF RESULTS AND DISCUSSIONS
4.0 Introduction

As mentioned, Weill and Ross framework was used to assess the IT govermnance in

KNUST and table 4.2 contains details of the results.

4.1 Profile of Respondents

In total, 19 out of 24 questionnaires [Sent U Wwere conipleted and retured during the
survey period, making the overall response rate to stand at 76 percent. Of the 19, 10
constituting about 43 percent were from the IT leaders and 9 (i.e. 47 percent) were from

the executives. Also 3 of the 19 were women; while the rest were men.

4.2 KNUST Current State of I'T Governance

For the University as a whole, the rescarcher studied both who held decision rights and
input rights for each of the five decisions domains. Figure 4.1 shows summary of the
results. The numbers in-the cells show:the percentages respondents attributed to the

various decision domain with respeet to those who fake them.
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4.2.1 IT Principles: The IT govemance group that had input rights and decision rights
in IT principle decisions was examined in question 2.1, Seventy four percent (14/19) of
the respondents said the University Executives (UE) had input rights to IT Principles,
while hundred percent (19/19) said UE had decision rights in determining the IT
Principles of the University. Ninety percent (17/19) of respondents said IT leaders had
input rights to IT Principles and 6 out of 19 constituting 32 percent said IT leaders had
decision rights to the IT Principles in the University. Of the total respondents, only 1 (5
percent) said Federal group had input rights to IT Principle decisions and the same
response was for the decision rightsy About 16 pereemt=(3#19) of the respondent said
Duopoly group had input rights to IT Principledetisiontsy whilst about 11 percent (2/19)
of the respondents said this same group had decision rights. Finally, about 26 percent
(5/19) said the Anarchy group had inpul rights and only about 4 percent (1/19) said this

group had decision rights. The breakdown of the results is summarized in table 4.1.

4,2.2 IT Infrastructure: question 2.2, sought to survey the views of respondents on
how IT Infrastructure is governed in KNUST. Of the 19 respondents, about 47 percent
(9/19) said the University Executives group had input rightsto IT infrastructurc and 79
percent (14/19) said the same group bad decision fights. All.ofthe respondents (100
percent) agreed that IT Leaders had.input rights in the TT. Infrastructure domain of the
University. However, only about half, 53 pereent gave the decision rights to IT leaders. In
addition, about 21 percent (4/19) said the Federal group had input rights to IT
Infrastructure, whilst only about 5 percent (1/19) agreed that the Anarchy group had
decision righ‘rs% IT Infrastescrife decisions. The results further revealed that about 11
p-:,'rc___np_t‘ﬂfiﬁ] said the input rights was by the Duopoly group, whilst about 16 percent

(3/19) said the Duopoly group had decision rights. The study again indicated that about 5
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percent (1/19) of the respondents held the view that Anarchy group had input nghts but

no response was given for this group on decision rights.

4.2.3 IT Architecture: in response to question 2.3 as to who had input and decision
nghts in IT Architecture, about 58 percent of the respondents agreed that both UE and IT
Leaders had input rights whilst 21 percent and 95 percent of the respondents gave
decision rights on IT Architecture to UE and IT Leaders respectively as shown in table
4.1. About 5 percent of respondents said the Federal group had both input and decision
rights to IT Architecture decision domain. Furthermore, about 16 percent of the
respondents agreed that the Duopoly gréup had bath ippitrand decision rights. There was

however no response recorded for the Anarchy geoup in both input and decision rights.

4.2.4 IT Application Needs: Response to question 2.4 which sought to find the view
of respondents on how [T Application needs are in KNUST showed that about 43 percent
of them feels that UE had mput righis to IT Apphcation needs whilst about 74 percent
(14/19) feels UE had decision rights. Another 17, representing 90 percent of the
respondents said the IT Leaders had input rights to IT Application needs, while 9
respondents representing 47 percent said the IT Leaders had decision-rights to the same IT
decision domain. The resiﬂt-s"ggain showed that 21 percent (4/19) said the Federal group
had input rights, while 2 out of 19411 'pcrcen.t‘J said.the Federal group had decision rights
in terms of the IT Application needs of the University. About 21 percent said the Duopoly
group had input rights and only 16 percent they had decision rights. Whilst 5 percent
agreed that the Amarchy group had input rights no response was recorded for the decision
e T

rights. This is as shown in table 4.1.

e —

4.2.5 IT Investment and Prioritization: respondents were asked in question 2.5 as

to their views on who has input and decision rights in terms of IT Investments and

35



prioritization. The results revealed that about 68 percent said the UE had input rights to
making I'T Investment and Prioritization decisions whilst 90 percent said UE had decision
rights. Another 74 percent (14/19) said IT Leaders had input rights whilst about 32
percent (6/19) said the IT Leaders had decision rights. Again of the total number of
respondents, about 26 percent (5/19) said the Federal group had mput rights but only -

about 5 percent said the group had decision rights. For the Duopoly and Anarchy groups

11 percent ar:_ld 5 percent said they have both input and decision rights respectively in IT

Investment and prioritization.

4.3 Comparing KNUST IT Gévernance withidndustry Standards

4.3.1 IT Principles: IT Principles is about dgfining the strategic role that IT plays in a
unit of an organization. In the case of KNUST which eperates the collegian system with
supporting service units, IT principles‘of each unit differs according to their business
operations. Example, college ol Arclittecture and the University healih-service operates
on different IT principles based on their core businesses. Therefore; decisions on inputs as
to the IT principles of the units should emanatc from the unit rather than a centralized
authority. The results of the present study however showed that much of the input and
decision rights are held hy the University exceutives and [T lcaders, as shown in table 4.1.
This is in sharp contrast to the findings of Welll42004)“in which top overall IT
governance used the duopoly model which 1s two party arrangements where decisions
represent agreements between [T leaders and one business units. Therefore inputs and
decision rights on IT principles should be based on duopoly model in KNUST. The
findings that 'Kﬁf_JST. IT eaders contribute 90 percent in IT principles is on the higher
side, sinee ﬁccording to Weill (2004), IT leaders” contribution was only about 18 percent
among the 256 studied firms. Inference can therefore be made that from the above:

KNUST’s IT principle decisions are not in line with industry standard.
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4.3.2 TT Infrastructure: In the arca of IT infrastructure. the results showed that the

University Exccutives had 47 percent input rights and 79 percent decision rights. Even
though the IT Leaders had 100 percent input rights, they had only 53 percent decision
rights. This is in contrast to best practices where IT infrastructure sirategic decisions are
often made by the IT professionals only. In a study by (Weill, 2004), about 60 percent of
the enterprises studied use 1T Leaders to make IT Infrastructure decisions, Their findings
further stated that in many enterprises, significant input comes from federal and duopoly
arrangements. This was however not the casc in KNUST where majority of the input
rather came from IT leaders. The dedugtign made by thigStud¥then is that KNUST ways

of making IT infrastructure decisions is'below industry stafidards,

43.3 IT Architecture: From the results of the present study, both University
Executives and IT Leaders had equal input nights'ot48 percent, but IT Leaders contribute
significantly, that is, 95 pereent to deeision rightsin [T Architecture decisions. This high
percentage is in line with pepular practice. sinee the IT architecture is about defining
technical integration and standardization of technical requirements and thus viewed as a
technical rather than a strategic issue. The findings thercfore sugges! that IT governance
with respect to architecture conforms tofep level performers as indigated by Weill (2004).
It can also be inferred thal senior.executives in KNUST feel confident that the IT
professionals can translate KNUST business principles mto architecture. IT professionals
in organizations are known to be comfortable taking responsibility for IT architecture
decisions. In a study among 256 enterpriscs it was found that over 70 percent of the
enterprises rél}‘rj':;'m IT Leaders to make IT architecture decisions (Weill, 2004). It
therefore revealed that from the discussion above that KNUST IT architecture decisions

are in line or in conformily with best practices. (see figure 4.1)
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434 IT Application Needs: basically KNUST as an institation is divided into
academic, administrative and services unils and therefore have different business
application needs. It is therefore expected that cach unit have greater input rights to their
business application needs. The results of the study showed that the University Executives
had 53 percent input rights and 74 percent decision rights, The IT Leaders had a
whopping 90 percent input rights and a fairly 47 percent decision i ghts. This contrasls
with popular best practice, where according to Weill, top performing enterprises and
institutions make business application needs decisions based on the federal model.

Inference from the findings is that KINUSE 1T applicattorrmeeds decisions fall below

industry standards. (sce figure 4.1)

43.5 IT Investment and prioritization: the results show that KNUST IT
investment and prioritization decisions are.largely in the hands of the University
Executives with 68 peércent-nput rights and 90 percent decision rights.~This reflects the
growing awareness that these decisions involve business tradeoffs and the business
decision makers realize they need to determine which businesses will receive IT support
and which will not (Weill, 2004} While the IT professionalsithink that they should be
allowed to make IT investment and prioritization, décisions; the University executives
think otherwise, and limit tfie-IT professionals’ decision rights.to 32 percent as per the
results. But the IT Leaders still have signihieant-input rights of 74 percent. The input
rights seem to be on the high side, but this is understandable as the University Executives
are still not very well informed about IT issues. They will have to continue to partner with
the IT F.eadefrfﬁ; the IT Investment and Prioritization decisions. The current practice as

per the findings of this study 1s still in line with industry practice, as according to Well

(2004). See figure 4.1.
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Figure 4. 1: Comparing KNUST current IT governanee with three top performers.

Figure 4.1 depicts a visual coempanisen of the current TT gnuema:m:;:ﬁ state of KNUST with
the IT governance states of the [irst three best perfommers according to Weill (2004).

Nodes 1, 2, and 3 represent the firsty second and third best performers profiles as arranged
by Weill (2004).The researcher uscs node-4 te represent [T governance profile of

KNUST and offers a step by step explanation to the visudl profile below.

Node 4 appearing under IT principle, IT infrastructure, IT application needs and IT

investments and prioritization correspond to University executives. This means the study

revealed that in KXNUST it is the University executives who have the decision rights in
e E ,_.a—-"'""-_-_-___

those IT decisions domains. Node 4 under IT architecture corresponds to IT leaders. This

mm in KNUST it is the IT leaders who have the decision rights in IT architecture

decision domain.
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Node 1 is found under IT principle and 1T investment and prioritization and both

correspond to duopoly. This means the first best performers use duopoly group to take

those IT decisions domains. Node 1 also appears under IT infrastructure and IT

architecture corresponding to IT leaders, indicating that it is the IT leaders who have
decision rights in those IT decisions domains. Lastly, node 1 under IT application needs

correspond to the federal, meaning that the federal group has the decision rights.

Node 2 follows the same profile as node 1 except under IT application needs where the
second best performers use duopoly to determine their IT application decisions domain

and use the enterprises cxecutives to detepminge their Fi investment and prioritization

domain.

Node 3 under IT pnnciple, IT infrastructure, IT architecture and IT investment and
prioritization correspond to enterprise executives, showing that in the third best
performers’ category, it is the executives-that have the decision rights. Whilst it is the

federal group that has the deciston rights in the case of IT.application needs.

4.5 Assumptions of the comparison

The assumption behind the ‘comparisen, here, 18y that the University uses the same
components of 1T as organizatiens in-the industry. Thefive eamponents of IT are all the
hardware with relevant basic software and application soltware, datasets, procedures and
persons involve in the control/support of the system or business processes. Each

organization should therefore strive to achieve good governance.

R i

"

4.6 Proposed IT governance model for KNUST

e

This section addresses the third research question, how should IT be governed in KNUST?

Weill and Rass IT Governance model will be modified for KNUST.
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?Ei?_hg_‘.n;searchﬁ recognized that KNUST needed IT governance framework that would be.
in conformity with popular best practices and that will fit with KNUST context. The new
framework should have among others, the responsibility to understand the value and

j'iﬁpatt of IT decisions and be communicative to the University as a whole. The IT

governance model proposed by the msealgrqqtjug j;i_l_ab le 4.1 below.
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4.6.1 Explanation of the proposed model

The proposed model suggests that KNUST should use Duopoly model for both the input
rights and decision rights to determine the University’s IT Principle. The reason is that
since the University uses the collegian system, each college or unit will be allowed to set
their IT pnnciples in collaboration with the IT department in hne with the business

operations of the unit. By this, the units will define the IT Principles to suite their business

processes. (Refer to table 4.1).

The proposed model also suggest that/tiie University uses/the Federal model for input
rights and IT Leaders for decisions rights for bothiIT Infrastructure and IT Architecture
decisions. This is in view of the technicalities reguired to make informed decisions in

these areas. This is shown in table 4.1.

The proposed model further supgesis that KNUST uses duopoly for IT-application needs.
This is because the University is decentralized into-the collegian systems with few
synergics. Therefore using duopely will work well since there is less need to coordinate

across business units. (Seetable 4.1)

The proposed model finally shegests that the Univer§ity, Executives have to uphold a
balance between sustaining the University’s goals and controlling budget. Decision rights
for IT Investments and prioritization must therefore be tightly held as it is now by the
University Exccutives with minimal input rights from the IT Leaders as shown in table

4.1. JEeve T
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Figure 4. 2: Profile of proposed IT governance model for KNUST

In figure 4.2, the study gives a step by step profile of the proposed 1T governance model
suggested for KNUST.

s The study chooses to use,the correct () sign for no particular reason than 1o
indicate that he believes it’s the best form oEIT governance for KNUST.

e The correct sign under IF pfinciple and IT -appl.i;;;aﬁbn needs correspond to
duopoly. Here the researcher is proposing thatin KNUST it should be the duopoly
group who should have the decision rights in IT principle and IT application needs
decisions domains. The choice of this group is informed by the fact that in the
words of-Weill (2004), it enables joint decision making between the business

—— == H_____._-——-'-_'_'_ :
leaders and IT professionals, but remain focused on the specific and often local
e ——

issues facing the business leaders. Besides, the use of the duopoly to make the two

decisions conforms to what is practice by top IT governance performers.
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» The correct sign again appears under 1T infrastructure and IT architecture and

corresponds to IT leaders. This shows that the IT leaders should be the ones that
should have the decision rights in those IT decisions domains. The study is
informed by the fact that the IT architecture and IT infrastructure requires IT
professionals. This team makes sure their decisions make sense with the business,

and takes responsibility for enforcing architectural standards.  to be able to make
Lastly, the study proposes that the University executives should be the ones that
should have the decision rights in the IT investments and prioritization needs of
the University. The reason being that thelgavemmecht subvention and other funds
of University are in the hands of the exeglitive, and they are held accountable by
the government of Ghana 1ts use, It 15 therefore prudent that they be cnitical and
controls every IT investment to conforin to the desirable behavior of probity and
accountability.

e According to Weill (2004), méany factors explain-why federal models are not
effective for decision making, including slower speed and tendency to overly
compromise and trade away effectiveness, He contend that Federal decision
making often takes lenger as motre.people and stages are invelved, and there is
less agreement on the objectives for th‘? 7der_~isiur1. He concluded by observing that
the poorer governance-performing enterprises use federal arrangements for their
decision making. This account for why the study did not use the federal group for
any of the five decision areas.

e The study dﬂe*s not also encourage the use of the anarchy group for any of the five

IT decisions in the proposed model because with such a style, there will be no
—-—'-'-'-_'_

standards in any IT decisions. This can be problematic as IT piteasional vl

find it difficult troubleshooting the systems. It will also be costly and time

- L.BRARY
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consuming as the University will have to deal with multiple vendors with

compatibility issues,

4.6.2 Critical Success Factors for the Proposed Model

Effective IT governance is bwilt on three critical pillars. These critical pillars include:

leadership, organization and decision rights, flexible and scalable processes, and the use

of enabling technology (Selig, 2008). In particular, for the proposed model to work

effectively, the following critical factors should be considered.

e There should be high level involyement af the Uniyersity executive council (EC)

on IT governancc issues as they ultimately set the strategic direction for the
university.

There should be senior management commitment with IT stcering commmttees.
Roles and responsibilities should'be well dehned with respect to_gach of the IT
govemance compepents and processes, meluding.the steering and review
hierarchies for investment authorizations, resolation of {ssucs and formal periodic
TEVIEWS.

The executive counicil should sel tp-an T Goyernance Committce (ITGC) with
membership from faculty; administration and students, who will partner with the
IT professionals to implement the proposed IT.govemance model.

There should be training for the ITGC, so that members can understand the IT
Governance Model and their role in the process. They must be interested in the
topic and dedicated to ensuring t‘t_ml the usc of IT within KNUST is consistent with

—_— -'-F'-F.-._._---_'_ " .
campus policies, standards, guidelines, and procedures as they feiale i

_"ﬁﬁ_iversitjr—wide solutions.

Processes should be flexible, scalable and consistently applied, with common
sense.
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4.7  Summary

The chapter outlined the results as it was in the ficld and judged the results against the

best industry performers where some IT govemance gaps were detected. The study

patched the gaps by proposing a clearKiNUngzﬁF‘k for KNUST. The study

continues below with concluding remarks and some policy recommendations for the way

forward,




CHAPTER FIVE

CONCLUSION AND POLICY RECOMMENDATIONS

5.0 Introduction

Based on the analysis above in chapter 4, the following are summary of the findings of

the study.

5.1 Summary of findings

As mentioned before the study adopted ¥Veill 'angl Ross madel of IT governance and

resulted in the following findings;

i.  The university executives made KNUST's IT principle decisions; this was not in
line with industry standard.
ii.  The university executives made KNUST s T infrastructure deeisions, this fell out
of industry best practices.
iii.  The IT leaders made KNUST s IT archutécture decisions; this was in line with
industry performanee.
iv.  The university exccutivesanade KNUST s IT application needs decisions; this
method fell below industrystandagds:
v. The university executives again are the ones who made IT Investment and
Prioritization decisions; this was in line with industry practice.

5.2 Recommendations
e 1 f'_._,_,_._-—-—'—'_

IT Governance must aim for IT principles that should define desirable behavior for both

-—--—'—_— & -
IT professionals and IT users in the University. In support of this the following

recommendations are made:
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The proposed model in this study should be implemented as this will go 4 long

way to reduce cost, cnhance efficiency, and align IT with the University’s
objectives.

[T Principle decisions should be made jointly between the University executives
and the IT leaders-duopoly, since that will help set the way IT should be use to
much with the strategic direction of the University.

It was revealed that the University execcutives decided on IT Infrastructure
decisions. This is not good and should be avoided. The IT leaders should be made
to decide on the type of Infrastrifefurg to bse, since'they are technically good to do
50.

On IT Architecture, the findings reyealed that I'T. [.eaders made the decisions. This

15 good and should be encourageds
The University @xeeutives tagain played predominant role in making IT
Application needs deeisions: This is unhealthy and.should be avoided. Tt is
recommended that [T Applications needs should be jointly taken with all the
interest groups so that in theend, users of the applications cad specify what they
want and how they Wwas.them.

The study revealed that-the Pniversily executives determined the IT Investment
and Prioritization decisions. This is ahaﬁlut’ely in the right direction and should be
encouraged. Since they hold the University purse and are held accountable, they

should control the cash flow.

Conclusion o

Intis study the IT governance of KNUST was examined and compared with industry

standards using the Weill and Ross model. The results showed that there werc some

differences between KNUST and industry best practices. KNUST was using University
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Executives 10 make IT principle decisions, IT Infrastructure decisions, IT Application

needs and IT Investment and Prioritization decisions. The University however used IT

Leaders in making IT architectural decisions.

As compared to the best practices (Weill and Ross model), the current IT governance
situation in KNUST was below the desired level as the first best (as ranked by Weill,
2004) IT government performers used the Duopoly group in making IT Principle
decisions, IT Leaders in making both IT Infrastructure and Architecture decisions and
Federal or Duopoly in making IT Application negedsy amd the=University Executives in

making IT Investment and Prioritization decisions.

The use of the University Executives in defining IT Principles and IT infrastructure
corresponds to the third best performers according to Weill’s rankings. The use of
University Executives 1o decide on FI_Application needs even fell shert of the last (i.e.
third) performers’ level. However, tse of the University Executives for IT Investment and

prioritization decisions was in conformity with the second and third best practice.

After identifying the gap that existcd between kNUSde the industry best practices, the
study proposed a framework of I'T-governance for KNUST. The tesearcher believes that
when the proposed framework is adopted, KNUST will enormously optimize the use of
its resources and the use of IT in the University will be desirable enough to meet the best

of industry standard.

50



REFERENCES

AS. Sohal, PF (2002) IT governance and management in large Australian

organizations. International Journal of Production Economics(75): 94-112.

Abu-Musa, A, A. (2002) Computer Crimes: How can you protect your

computerised accounting information system? Journal of American Academy of

Business Vol. 2(No. 1): 91-101.

Bird, F (2001) Good governance: A Philosophical discussion of the responsibilities
and practices of organizational govermors. Cangdian Journal of Administrative

Studies: 298-312.

Brown, EA, Grant, G.G. (2005) Framing the frameworks: A review of IT
governance research. Contmunications of the Association for [nformation Systems Vol.

15: 696-712.

Cockcroft, S (2002) Gaps between-policy and “practice in the protection of data
privacy. JITTA: Journal of Information Technology Theory and Application Vol. 4(No.
Spl.

== _,.r"."-.-._-—--—._
Davies, A, Elvin, R. & Ward, ]. .. (1999) Managing IT enabled change - a new

——

approach. In: Management Focus Vol. 12. Cranfield: School of Management

Magazine,

51



Drogou, E IT Governance at a Financial Institution. Master Thesis, 2007.
Etzler, J IT governance According to COBIT

KTH, Stockholm, Sweden, 2007,

Gartner-Group (2003) IT Spending: HFaw @a yaugstack=up? Vol. 2009: Gartner

Group.

Grembergen, H, Guldentops E., (2008) Strategy for Information Technology

Governance,

Grembergen, VW, Haes D.S., Guldentops, E: (2004) Structures, Processes and
Relational Mechanisms for IT Governance. In: Strategies for [nformation Technology
Governance, In Grembergen, V. W, (Ed.) edn: Idea Group Pubil&hmg

Guldentops, E (2004a) Governing Information Technology through COBIT. In:
Strategies for Information Technology Governance, In Grembergen, V.W. (Ed.) edn:

Idea Group Publishing.

S "_'__‘_._.--——'_
Guidentops, E, . . Strategies for Information Technology Governance, (2004b)
Governing Information Technology through COBIT, In Grembergen, V.W. (Ed.)

edn: Idea Group Publishing. —

52 SCIERGE Any """:'ﬂ ”
L1 T TTYR



(2008) Analysing the Relationship Between IT Governance and Business/IT

Alignment Maturity. Proceedings of the 41st Hawaii International Conference on

System Sciences; Hawaii
ITGI (2007) Vol. 2009: IT Governance Instititute.
ITGI (2006) IT Governarnce Global Stdtrs Repoft 2 2006011 " Governance Institute.

(2008) A Study of the Causal Relationship between IT Governance Inhibitors and
Its Success in Korea Enterprises. Proceedings af the 41st Hawaii International

Conferenice on System Seiences.

Luftman, |B, T (1999) Achieving and sustaining business-1T alignment. California

Management Review 42(1): 109-122.

Marshall, P, McKay, | (2002),Swategic 11 Planning, Tvaluation and Benefits
Management: the basis for Effective IT Governance. Australasian  Journal of

Information Systems Vol. 11(No. 2): 14-26.

Sl

McKinsey (?ﬁﬂﬁéjl.liividemqﬁer: Rethinking IT Strategy.
McKinsey (2006b) Managing IT for speed, scale and innovation

53



Melnicoff, RM (2005) Is there a smarter way to approach IT Governance?

Accenture Research and Insights.

Peppard, JI, 11(3);, (2001) Bridging the gap between the IS organization and the

rest of the business: plotting a route. Information Systems Journal 11(3): 249-270.

Peppard, ]W (1999) Mind the gap: diagnosing the relationship between the IT

organisation and the rest of the basiness. foarnal gf Strategic Information Systems

8(1): 29-60.

Peppard, JW, J. (2004) Beyond strategic information systems: towards an IS

capability. Journal of Stralegic Information Systents13(2): 167-194.

Porter, MM, V. (1985) How information gives you, competitive advantage.

Harvard Business Review 63(4):149<160.

Ross, JW, Mathis Beath, €, & Goodhue, 2. {199{#} Develop long-term

competitiveness through IT assets. Sloar Management Review 38(1): 31-42.
Selig, GJ (2008) Implementing I'T Governance: Apractical Guide to Global Best Practices

in IT Managérent First Edtion edn. Van Haren publishing,

———

54



Tallon, PP, Kraemer, K L. & Gurbaxani, V. (2000) Executives' perceptions of the

business value of information technology: a process-oriented approach. Journal of

Management Information Systems 16(4): 145-173.

Ward, JE, R. (1999) A new framework for managing IT-enabled business change.

Information Systems Journal 9: 197-221.

Ward, JP, J. (2002) Strategic Plannifig/opJnforimatiorrSystems. John Wiley & Sons:

Chichester, West Sussex.

(2006) Attempting to Define IT Governance: Wisdom or Folly? Hawaii 39th

International Conference.an System Sciences; Hawail,

Weill, Ross, (2006) Enterprise Architecture as. Strategy: Creating a Foundation for

Execution. Harvard Business School.
Weill, P (2004) Don't Just Lead, Govern:tlow Top-Performince Firms Govern IT.

Weill, P, Ross, ] (2004) IT Governance. Harvard Bussiness School Press: Boston,

MA.

WeilEP, Ross, |.W., (2000) IT Governance - How Top Performers Manage IT Decision
Rights for Superior Results. Harvard Business School Press.

55



(2008) Determinants of CIO Compensation Structure and Its Impact on Firm
Performance. Proceedings of the 41st Hawaii International Conference on Syster

Sciences; Hawaii

KNUST




APPENDIX

KNUST IT Governance Assessment
Executive Questionnaire
April, 2009
Thank you for participating in this study of IT governance in KNUST, being conducted [
by A. S. Gaddafi of KNUST ICT Centre. 1 am researching into 1T governance, primarly

in determining who has the input rights and/or decision rights in [T decisions in the

Umversity. Completing this survey should take a few minutes.

The study follows the definition of IT govemance developed by MIT researchers Peter
Weill and Jeanne Ross, who define IT @overnance as|"specifying the decision rights and
accountability framework Lo encourage desirable behavior in using IT." In particular, I am
interested in how institutions such as KNUST make high-level decisions about the use of
[T, who makes those decisions, and how effective respondents think 1T governance is in

helping institutions achieve key objectives.

[ appreciate your time and participation. If you have any questions or concems, please e-

mail gaddafi.ict@knust.cdu.gh or asgaddafi(@yahoo.co.uk .

Once again, thank you for your input!
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KNUST IT Governance Assessment

Executive Questionnaire

----------------------------------------------------------------------

Section 1:
Please tick ( ) where appropriate

1.1 Can you accurately deseribe IT Governance in KNUST?
() Yes()No

If yes, what do you understand by IT governance?

....................................................................................................

...................................................................................................

...................................................................................................

1.2 Are you personally involved in IT Governance at KNU ST?
()yes()No()

If yes, what is your Icvel.ol involvement?

; & B e N = - a g ¢ s s on s a e e R R AR e
.................................................................

T p e SO, oy enp g0 REL R ERE R s o

Section 2: IT Decisions Domain
2.1a. Who among the following has input rights to IT principle decisions in KNUST?

University Executives |_|

IT Leaders ]
Federal 1
Duopoly )
Anarchy _ =]
If ather spc_ﬁt:j: ............ ’”fr-r.__ ............................................................

51b Who among the following has decision rights to IT Principle decisions in
KNUST?
University Executives []
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IT Leaders []
Federal =
Duopoly i
Anarchy =]
LRSS AT oo O PSR (CSMUAOg I e W e

2.2a. Who among the following has input rights in determining the University’s IT
Application needs?

University Executives []
IT Leaders [ ]
Federal i
Duopoly L]
Anarchy [
If other specify

----------------------------------------------------------------------------------------

2.2b. Who among the following has decision rights in determining the University’s
IT Application needs?

University Executives « [ ]

IT Leaders S

Federal 15l

Duopoly =

Anarchy ]

If other specify..........¢ e 0, OO S O RO & ST

2.3a2. Who among the following has fpput rights in determining the 1T Infrastructure
(i.e. physical IT components) in KNUST?

University Executives  []

IT l.eaders D
Federal []
Duopoly i L]

Anarchy =

lf_'_g_’lzh_glj_sp SRR s v A AR o R s A R S A RS e R

2.3b. Who among the following has decision rights in determining the IT
Infrastructure (i.e. physical I'T components) in KNUST?
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Umiversity Executives [ ]
IT Leaders ]
Federal ]
Duopoly ]
Anarchy i
P other Speetty. . oo v i R e B R b R e e i A A

2.4a. Who has input rights in determining IT Architecture (i.e., level of access to
data) in KNUST?

University Executives ]
IT Leaders [os]
Federal S
Duopoly i
Anarchy ]
If other specify

2.4b. Who has decision rights of IT Arehitecture (ie., level of access to data) in
KNUST?

University Executives [T

IT Leaders ]

Federal ]

Duopoly =1

Anarchy =

If other specify............ooes Por ™ o, e LT

2.5a. Who among the following has inﬂﬂfrights to IT Investment and Prioritization
of KNUST?

University Executives [ ]

IT Leaders ]

Federal o ] :

Duopoly | [’_‘[,‘—_

Aurchy m

o U eI L S S R e
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2.5b. Who among the following has decision rights to IT Investment and
Prioritization of KNUST?

University Executives  []

IT Leaders
Federal

Duopoly

Anarchy i

S

[£ Other SPECIEY. .. euvrumarnsssiimrrnrrrneneees

_—-"-‘_




	001_L.pdf (p.1)
	003_L.pdf (p.2)
	005_L.pdf (p.3)
	007_L.pdf (p.4)
	009_L.pdf (p.5)
	011_L.pdf (p.6)
	013_L.pdf (p.7)
	015_L.pdf (p.8)
	017_L.pdf (p.9)
	019_L.pdf (p.10)
	021_L.pdf (p.11)
	023_L.pdf (p.12)
	025_L.pdf (p.13)
	027_L.pdf (p.14)
	029_L.pdf (p.15)
	031_L.pdf (p.16)
	033_L.pdf (p.17)
	035_L.pdf (p.18)
	037_L.pdf (p.19)
	039_L.pdf (p.20)
	041_L.pdf (p.21)
	043_L.pdf (p.22)
	045_L.pdf (p.23)
	047_L.pdf (p.24)
	049_L.pdf (p.25)
	051_L.pdf (p.26)
	053_L.pdf (p.27)
	055_L.pdf (p.28)
	057_L.pdf (p.29)
	059_L.pdf (p.30)
	061_L.pdf (p.31)
	063_L.pdf (p.32)
	065_L.pdf (p.33)
	067_L.pdf (p.34)
	069_L.pdf (p.35)
	071_L.pdf (p.36)
	073_L.pdf (p.37)
	075_L.pdf (p.38)
	077_L.pdf (p.39)
	079_L.pdf (p.40)
	081_L.pdf (p.41)
	083_L.pdf (p.42)
	085_L.pdf (p.43)
	087_L.pdf (p.44)
	089_L.pdf (p.45)
	091_L.pdf (p.46)
	093_L.pdf (p.47)
	095_L.pdf (p.48)
	097_L.pdf (p.49)
	099_L.pdf (p.50)
	101_L.pdf (p.51)
	103_L.pdf (p.52)
	105_L.pdf (p.53)
	107_L.pdf (p.54)
	109_L.pdf (p.55)
	111_L.pdf (p.56)
	113_L.pdf (p.57)
	115_L.pdf (p.58)
	117_L.pdf (p.59)
	119_L.pdf (p.60)
	121_L.pdf (p.61)
	123_L.pdf (p.62)
	125_L.pdf (p.63)
	127_L.pdf (p.64)
	129_L.pdf (p.65)
	131_L.pdf (p.66)
	133_L.pdf (p.67)
	135_L.pdf (p.68)
	137_L.pdf (p.69)
	139_L.pdf (p.70)
	141_L.pdf (p.71)
	143_L.pdf (p.72)
	145_L.pdf (p.73)

