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ABSTRACT

Voice over Internet Protocol (VoIP) is a standard for taking analogue audio
signals, and turning them into digital data that can be transmitted over a network.
VoIP has become an important factor in network communication. It has a lower
operational cost, greater flexibility, and a variety of enhanced applications. VoIP is
time — based. To ensure real-time transmission, Real-Time Transmission Protocol
(RTP) is used on top of User Datagram Protocol (UDP). RTP provides end-to-end
network transport functions suitable for applications transmitting real-time data, such
as audio, video or simulation data, over multicast or unicast network services. Java
Media Framework (JMF) is an Application Programming Interface (API) that uses
RTP and therefore ideal for time-based media. Thus, the topic: leveraging VOIP on
LAN using Java Media Framework. The research aims at designing a system that
will allow users to communicate over a data network. That is to be able to send text,
make voice and video call, and transfer file over a network. The system uses
client/server architecture. The architecture is a 3-tier: the client, the main server and
the database server. The system designed could be used on Android mobile phones
and coniﬁlﬂlat;rs with ml;(arating system.The outcome of the research will
_—altow students, workers and teachers at Kumasi Technical Institute (KTI) to
communicate at virtually no cost. The product will also put the network on KTI

campus into full utilization.—



CHAPTER ONE
INTRODUCTION

This chapter is an introduction to the study. The chapter is discussed under the
following sub-headings: Background of the study, Statement of the problem, the purpose
of the study, Research questions, Hypothesis, Significance of the study, Description of

the proposed system, Expected results, Limitation of the study, and Organization of the

study.

1.1 BACKGROUND OF THE STUDY

During one of my Information and Communication Technology (ICT) lessons at
Kumasi Technical Institute (KTI), I was teaching on the topic, uses of internet. 1 tried to
illustrate how the internet is used for communication. | visited www.evaphone.com and
tried to dial one of my students’ phone numbers. Wow! It worked. I was able to
communicate with my student over the internet. This is an application of Voice over

Internet Protocol (VOIP) technology.

-"-F'-

VOIP is a standardTor converting analog audio signals into digital data that can
be transmitted over the Internet (or simply a data network) rather than traditional Public

__be tran

Switched Telephone Network (PSTN). VoIP has become an important development in

network communication. It is a rapidly growing Internet service. It has lower operational

costs, greater flexibility, and a variety of enhanced applications. VolP technology uses

the Internet's packet-switching capabilities to provide phone service.

The internet is an Internet Protocol (IP)-based network. IP-based networks are

connectionless, packets switched networks. Transmission by the connectionless



technology has no guarantee that the data is received by the destination. To avert this
problem, VOIP communication should be connection oriented. In a connection-oriented
communication, there is a guaranteed delivery of data: any data that is not received by

the destination system is re-sent by the sending device.

Connection-oriented approach introduces a lot of delay in transmission. Since
VoIP is time — based, using the connection —oriented approach is not the best. The
known protocol that ensures connectionless-oriented transmission is User Datagram
Protocol (UDP). Though UDP transmission is not secured, it is ideal protocol for

transmitting time — based media.

To ensure real-time transmission, Real-Time Transmission Protocol (RTP) is
used on top of UDP. RTP provides end-to-end network transport functions suitable for
applications transmitting real-time data, such as audio, video or simulation data, over
multicast or unicast network services. RTP opens two ports for communication; one for

the media stream and one for control.

Jay_a,:has a lot of-Apptication Programming Interface (APIs) that help

programmers during coding. These APIs provide a lot of abstraction for the
s

programmer. One of these APIs is the Java Media Framework (JMF). JMF uses RTP
and it is therefore ideal for time-based media such as audio and video. JMF rich features

make it prudent to integrate it in VOIP applications. Thus, the topic: leveraging VOIP on

LAN using Java Media Framework.



1.2 STATEMENT OF THE PROBLEM

KTI has four main departments, namely Electrical Department, Mechanical
Department, Building Department and Related Subjects Department. Staff and students
within these departments communicate to each other and to the administration.

Some of the communication methods used at KTI campus includes electronic
mailing, chatting, text messaging and voice calls using mobile phones. These methods are
comparably costly and many a time unavailable to the users. When cellular phone
operators’ network is down, users cannot make calls. This at times affects the activities of
students, teachers and workers.

When staff wants to share files, some of the options available to them are to use a
Universal Serial Bus (USB) drive or external hard disk drive. The problem with these
options is that both parties need to be at the source or destination of the file. Although one
can use e-mail attachment technology to transfer files, the size of the file to be transmitted is
always limited to say 25 MB.

When a staff wants to call other staff at different department, the staff needs to use
his or her miBﬁe phone w/hic:Llle_or—she will be charged by his or her network operator.

To avert this situation, the researcher decided to embark on a research that will

S e

allow students, teachers and workers to communicate (make voice call, make video call, and

send text) over the institution’s network without paying any fee. Users can also transfer files

over the network.



1.3 THE PURPOSE OF THE STUDY
The purpose of the study is to design a system that will allow users to
communicate over a data network.
The specific objectives are:
[. To design a client software to be installed on participating mobile phones and
computers.
[I. To make client software communicate (i.e. transfer file, send text, make video
and voice call) with other clients over a network.
III. To have a server application that will keep track of registered clients.

IV. To make clients detect the availability of other clients.

1.4 RESEARCH QUESTIONS
In reference to the problem and objectives of the study, the following are the research
questions:

I. To what extent will the leveraging of the VOIP using JMF improve
e

communication UP/cgu,pu.s.L
II. How will client software for VOIP using JMF be designed?
AR E
[II. How can a data network be used as a communication channel for mobile phones?
[V. How can registered clients be tracked?
V. How can one registeréa client detect the availability of the other?
V1. Is it cost effective to leverage VOIP using JMF?

VII. How could file, text, voice and video be sent over a network using mobile

phones and computers?



1.5 HYPOTHESIS

L.

1.

[1I.

IV.

VolP compresses data packets during transmission, and this causes more data to
be handled over the carrier. As a result, more calls can be handled on one access
line.

The client software could be designed using Android Standard Development Kit
(SDK) and Eclipse Integrated Development Environment (IDE).

When a client is registered, the client ID is stored in the database server. This
will help to track any client.

The server will broadcast all active clients. This will enable each client to
automatically detect other active clients.

Studies have shown that, compared to using a packed switched Telephone
Network (PSTN) line, using VoIP can potentially make you save up to 40 % on
local calls, and up to 90 % on international calls

(http://voip.about.com/od/voipbasics/a/ReasonsForVoIP.htm 20/05/11).

1.6 SIGNIFICANCE OF THE STUDY

The study will be of great significance in these contexts:

——

L.

I1.

[11.

[V.

It will serve as a springboard for other researchers to research into leveraging
VOIP using JMF.

It will improve communication on KTI campus.

It will reduce cost of making calls to friends on K'TI campus.

It will put the network of KTI into full utilization.

It will improve transfer of files from one location to the other.



1.7 DESCRIPTION OF THE PROPOSED SYSTEM

This thesis is basically aimed at creating an efficient and reliable communication
system that make use of a Local Area Network. The system will allow clients to make
calls, send text or transfer files from one location to the other using a data network. The
system will be designed using the client/server architecture. For a client to send a text,
the client will send the text to the server, with the receiving client ID and port number.
The server upon receiving the message, will forward it to the receiving client, if
available. Clients will be registered on the server. This will enable the server to
broadcast all active clients. In view of the above, clients software will be installed on the
communicating devices and server software on a dedicated computer. To make a call,
the calling client needs to supply the called client ID. The call gets to the server and it is
forwarded to the called client.

Android version of the application is also created to install on android mobile
phones. Clients using the android version of the application can also connect to the
server and communicate to the desktop clients. Users using the Android version can
have all th;__f_ggf;ures of tl'fjgplicaﬁ@n except the video call which will not be available
due to limited resources of the mobile phones such as low processing speed and storage.

__-——""--—'_—

1.8 EXPECTED RESULTS
I. The outcome of the research will allow students, teachers and workers and at
KTI to communicate at virtually no cost.
[I. The product will also put the network on campus into full utilization.

[II. The product will allow students and lecturers to transfer files with ease.

R"I
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[V. The researcher experts that students, workers and lecturers will use the product

as a communication tool to reduce call cost.

1.9 LIMITATION OF THE STUDY

Due to limited resources and time constraint, the study does not include voice
and video conferencing. That is, the application is a one-on-one. Clients can only
communicate to one client at a time.

The application for mobile devices was developed using the Android platform.
The application will therefore run properly on devices with Android operating System.

The study was also restricted to KTI campus. It is likely that many other

interesting findings could have been made if the above limitations were not there.

1.10 ORGANIZATION OF THE STUDY

This thesis is organized into five (5) chapters. The chapter one deals with the
background of the study, statement of the problem, purpose of the study, research
questions, hyBth-esiS, significance of the study, expected results, Description of the
proposed sﬁfé}n, L;mitatmdy, and organization of the study.

_____—The chapter two is concerned with the review of the related literature. The
chapter three describes the methodology used in the study. This includes the research
design, Goals, User Requirement and User specification.

The chapter four is concerned with the implementation and testing of result.

Finally, chapter Five deals with the summary, conclusion, recommendations and

suggestions for further research.



CHAPTER TWO
LITERATURE REVIEW
This chapter reviews the literature relating to the problem: leveraging VOIP on
LAN using JMF. The chapter discusses Existing systems, Public Switched Telephone
Network (PSTN), VOIP, Protocols in VOIP, Socket programming and Java Media

Framework API.

2.1 ANALYSIS OF EXISTING SYSTEM

There are a lot of systems that enable one to make call, send text and transfer
files over a network. Members of staff at KTI have been using various systems for
communication. Such systems include Skype, Yahoo! messenger, Google Talk,

Facebook, Twitter, and Inter- com system. But these systems have their own drawbacks.

Below are some of these systems, their features and major drawbacks.
2.1.1 Skype

Skype-is a peer-to-peer VoIP client developed in 2003 by the organization that

YPE?s 2. P
created Kazaa. Skype claims that it can work almost seamlessly across Network Address
'—-—_—-——_‘F ; ™ . -
Translations (NATSs) and firewalls and has better voice quality than other VolP clients. It

encrypts calls end-to-end, and stores user information in a decentralized fashion. Skype

also supports instant messaging and conferencing (Salman, 2004).

Though Skype has a lot of features such as text chat, voice and video call, calling
landlines and sending files, the major problem with Skype is that it is purely internet-

based. That is, if you are not connected to the internet you cannot use the application.



Even when connected to the internet, call quality from Skype may suffer if you have a

slower-than-average Internet connection.

Users of Skype are provided with only the client application whiles the
developer controls the server application. This architecture makes it unsuitable for

organisations that want to communicate internally.

2.1.2 Yahoo! Messenger
Yahoo! Messenger is an all-in-one communication tool, and anyone, anywhere in the
world, with a computer and Internet connection can use it. With Yahoo! Messenger, you

can.

i.  Instantly message friends in real time.
ii. Call and talk with your friends. You can call a friend’s computer, mobile phone,
and even the old-fashioned home phone.
iii.  Share your favorite photos.
Althou_g_hﬁﬂ-’ahm;) Messenger provides many cool features such as SMS messages and
_videe-chat, there are severe limitations that will make you regret your choice if you go
with Yahoo Messenger.
i. Need a Yahoo Account_
The first requirement you will notice when you sign up is that you need to sign up

for a Yahoo account. That means a new username and a new password to remember.

While this is perfectly reasonable, not everyone has a Yahoo account.



1. Need Your Friends to Have a Yahoo Account
How many of your friends are using Yahoo Messenger themselves? Hopefully at
least one or you will mostly be chatting with yourself.
iii. SMS Limit
Although Yahoo advertises that they let you communicate with your friends’ cell
phones via SMS, there appears to be a limitation on how many messages you can send.
After you have sent 3 messages to a particular cell phone in a single session, you will
begin receiving error messages.
iv. No Customer Support
[f you are having trouble with the Yahoo Messenger service, their support team
consists of an internet bot that you can chat with. If you have ever chatted with a bot,
you probably know that they are almost never helpful. The only function that these bots
seem to serve is to ask you to re-word your question because it cannot understand you.
(http://help.yahoo.com/tutorials/ms8/mess/im_setupl.html 9/7/12 8:40 pm)
2.1.3 Google Talk
Goq_g_l_n_ej#alk is an Wsaging service that provides both text and voice
communication. Because the Google Talk servers communicate with clients using an
e
open protocol, Extensible Messaging and Presence Protocol (XMPP), the service can
also be accessed using any other client that supports XMPP
(http://en.wikipedia.org/wiki/Google Talk Accessed 9/7/12 8:43 pm).

However, Google Talk requires a Gmail username and password before use. And

it is also internet — based only.

10



All the existing systems are internet — based. This means they cannot be used
without internet connectivity. It was based on this drawback that the researcher decided

to embark on the research “Leveraging VolIP on LAN using JMF".

2.2 PUBLIC SWITCHED TELEPHONE NETWORK (PSTN)

Traditional telephony was developed and constructed in 1878. It evolved in
three main steps. Firstly, it existed in a form of a first generic telephone network (Kevin,
2005). At first the telephone network was fully interconnected, that is “If a telephone
owner wanted to talk to a number of other telephone owners, separate wires had to be
strung to all those houses (Tanenbaum, 2010)” (Knutur, 2011). Figure 2.1 (a) and (b)

shows an interconnected network, where the dots represent telephone owners.

(a) (b)
Figure 2.1 Fully Interconnected Network
It soon became obvious that connecting every telephone to every other telephone
was not practical. Alexander Graham Bell, who is considered as the inventor of the
telephone, acknowledged this problem early and formed the first switching office in

1878 where each phone was connected to a centralised switching office and human

4 i |



R AR ————— Ty .

presence was required to switch and set up telephone calls (Knutur, 2011), as shown in

Figure 2.2.
Location A Location B
=R A
o ,/.
i : ;
Location C _
Location D @
(a) (b)

Figure 2.2 Centralized Switch

To enable long distance phone calls, every switching station had to be connected
to every other switching station. Therefore the original problem returned but was
countered by the invention of second-level switching offices. One can imagine that after
some time the same problem would occur with connecting second-level stations and so it

did. Higher level stations were needed and the hierarchy eventually grew to five levels

(Knutur, 2011). In Figure 2.3 two-level hierarchy setup is depicted.

N

Figure 2.3 Two-Level Hierarchy
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The biggest disadvantage of the first generic telephone network was that it
required human intervention in order to switch and set up the telephone calls (Pawel,
2003). Indeed a new technology, which provided automated telephone switching, was
introduced in 1891, but the old system existed in parallel much longer. This new system
is known as the Plain Old Telephone System (POTS). The third revolution came with
the Public Switched Telephone Network (PSTN) that was first introduced in 1970s
(Pawel, 2003).

The next revolutionary technology was not introduced until the 1970s when
ISDN came around. In ISDN, voice is converted to digital signals; before the
introduction of ISDN, voice has been travelling as analogue (Knutur, 2011).

Public Switched Telephone Networks (PSTN), uses circuit-switching. In
Circuit-Switching, resources such as telephone lines and hubs are reserved along the
entire communication channel for the duration of the call. In the PSTN, voice did not
travel as an analogue signal, but as a digital one. Thanks to this transformation, new

advanced services for example FAX and other data-based transmissions could be offered

(Pawel, 2003). —  __——
=
2.3 OVERVIEW OF VOIP

Voice communication has been continually evolving since Alexander Bell’s
discovery. For a long period of time, circuit switched networks dominated the

transmission of voice. Circuit switched networks were also used as a medium for data

transmission. The picture today is totally different, with packet switched networks

supporting both data and voice communications.
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An emerging technology that uses packet switched networks for voice
transmission is Voice over Internet Protocol (VoIP) telephony. VoIP is the family of
technologies that allows IP networks to be used for voice applications, such as
telephony, voice instant messaging, and teleconferencing. VoIP defines a way to carry
voice calls over an IP network, including the digitization and packetization of the voice
streams (Tiantioukas, 2007).

The advantages that make this technology preferable to traditional telephony are

low cost, use of the existing infrastructure, and the ability to add new applications

without additional cost.

2.4 DIFFERENT FORMS OF VOIP

VolIP is basically a clever "reinvention of the wheel." VolIP is a revolutionary
technology that has the potential to completely rework the world's phone systems
(http://communication.howstuffworks.com/ip-telephony.htm. Accessed 5/10/11 9:00

am). =

-

e

The in{eresting thing about VoIP is that there is not just one way to place a call.
__There are three different "flavors" of VoIP service in common use today:

i. Analog Telephone Adaptor (ATA): The simplest and most common way is
through the use of a device called an ATA. The ATA allows you to connect a
standard phone to your computer or your Internet connection for use with VolP.
The ATA is an analog-to-digital converter. It takes the analog signal from your
traditional phone and converts it into digital data for transmission over the

Internet. Providers like Vonage and AT&T Call Vantage are bundling ATAs free

14
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with their service. You simply crack the ATA out of the box, plug the cable from
your phone that would normally go in the wall socket into the ATA, and you're
ready to make VoIP calls. Some ATAs may ship with additional software that is
loaded onto the host computer to configure it; but in any case, it is a very
straightforward setup

IP Phones: These specialized phones look just like normal phones with a handset,
cradle and buttons. But instead of having the standard RJ-11 phone connectors,
IP phones have an RJ-45 Ethernet connector. [P phones connect directly to your
router and have all the hardware and software necessary right onboard to handle
the IP call. Mobile phones with Wi-Fi allow subscribing callers to make VolP
calls from any Wi-Fi hotspot.

Computer-to-computer: This is certainly the easiest way to use VolP. You do not
even have to pay for long-distance calls. There are several companies offering
free or very low-cost software that you can use for this type of VolP. All you
need is the software, a microphone, speakers, a sound card and an Internet
copﬁém“pr&fex;a_b}gt_a—fa&t-one like you would get through a cable or Digital
Subscriber Line (DSL) modem. Except for your normal monthly Internet Service
Provider (ISP) fee, there is usually no charge for computer-to-computer calls, no
matter the distance (http://communication.howstuffworks.com/ip-telephony.htm.

Accessed 5/10/11 9:00 am.).

2.5 HOW VOIP WORKS

Many years ago it was discovered that sending a signal to a remote destination

could have been done also in a digital fashion: before sending it, the signal needs to be
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digitalized with an analog to digital converter (ADC), transmit it. and at the end

transform it again in analog format with digital to analog converter (DAC) to use it.

VolIP works like that, digitizing voice in data packets, sending them and

reconverting them in voice at destination. Digital format can be better controlled: it can

be compressed, routed , converted to a new better format, and so on; also digital signal

is more noise tolerant than the analog one.

TCP/IP networks are made of IP packets containing a header (to control

communication) and a payload to transport data: VoIP use it to go across the network to

destination.
Voice (source) — — ADC — — — — Network — — — DAC — — Voice (destination)

: Analogto Sp‘eéeh~ | o :

Speech signal —J: -~ digital  compression Packetization | | Transmitter
il e Internet

__-.——_-F-_ J
2w Digital to Speech s .
— : . tt
Speech signal | i gl Depacketization Transmitter

Figure 2.4 Basic VoIP Communication System

As shown in Figure 2.4, the voice of one user is digitized, compressed and then

packetized before being sent through a wired or wireless communication channel to the

other user. At the other end, the opposite procedure is followed: the received packet is
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depacketized, decompressed, converted to analog form and then played back to the user.
[n order for the conversation to be natural, the same procedure must be followed in both
directions so a full duplex communication is established. The Internet Voice can allow
you to make a call directly from a computer, a special VoIP phone, or a traditional
phone using an adapter. If you make a call using a phone with an adapter, you will be
able to dial just as you always have, and the service provider may also provide a dial
tone. If your service assigns you a regular phone number, then a person can call you
from his or her regular phone without using special equipment.

Some services using VolP may only allow you to call other people using the
same servtice, but others may allow you to call anyone who has a telephone number -
including local, long distance, mobile, and international numbers. Also, while some
services only work over your computer or a special VolIP phone, other services allow

you to use a traditional phone through an adapter.

2.6 FEATURES OF VOIP

—
Technology™ has made—#t—easier for small businesses with small budgets to

compete with larger ones—by creating a Web presence, using e-mail, and now with

— L.
VolP. Not only can VoIP provide a way for your small business to afford the long-

distance calls and 800 numbers that were once reasonable only for larger organizations,
but now you can use the adv;nced features of VolP phones and Internet Protocol (IP)
Private branch exchange (PBX) units to give callers the kind of experience once
associated only with large companies.

VolIP services offer many features that you don't routinely get with traditional

phone service, including simultaneous ring, do not disturb, virtual phone numbers, and
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more. For example, Outlook integration allows you to "click to dial" Outlook contacts
and automatically creates Outlook journal entries for the calls you make and/or receive.
As VoIP becomes more ubiquitous in the workplace, it's likely that the differences
between telephony features available to small and large businesses will fade even more
(http://wmu.techrepublic.com/article/the-top—ﬁve-advanced-voip-features—your-
business-needs/6163858 Accessed 20/01/12 11:12 am).

Perhaps the biggest draws to VoIP for the home users and businesses that are
making the switch are price, flexibility, Valued Added Services, Presence, and

Conferencing.

2.6.1 Flexibility

With VoIP, you can make a ecall from anywhere you have broadband
connectivity. Since the IP phones or ATAs broadcast their info over the Internet, they
can be administered by the provider anywhere there is a connection. So business
travelers can take their phones or ATAs with them on trips and always have access to
their homﬁ_phoj?n’eTAnothﬂ—a-lferﬁiiffve is the softphone. A softphone is client software
that loads the VoIP service onto your desktop or laptop. The Vonage softphone has an

g e,

interface on your screen that looks like a traditional telephone. As long as you have a
headset/microphone, you can place calls from your laptop anywhere in the broadband-

connected world (http://communication.howstuffworks.com/ip-telephony.htm.

Accessed 5/10/11 9:00 am.).

This feature allows employees to move around, either within the organization or

outside it, and still receive calls as if they're sitting at their desks. Workers
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telecommuting from home, executives in hotel rooms on the road, technicians out on a
job site—they can all get their calls no matter where they are.

You can configure the system so that when a call comes in for an employee, the
desk phone rings first, then the employee's cell phone, then his or her home phone, until
the system finds the employee. The employee can use the Follow Me functionality to
define the phone number of the location where he or she will be and have all calls routed
there.

With this feature, employees have more flexibility, and customers are less likely
to end up talking to voice mail instead of the person they're trying to call. Different
vendors inay use different terms fo.r this feature including Find Me Follow Me (FMFM),
call hunting or advanced Jorwarding (http:f/muw.techrepublic.com/article/the-top-ﬁve-

advanced-voip-features-your-business-needs/6163858 Accessed 20/01/12 11:12 am).

2.6.2 Price
Most VoIP companies are offering minute-rate plans structured like cell phone
bills for asf_[iéie as $30 per-mromti; On the higher end, some offer unlimited plans for
$79. With the elimination of unregulated charges and the suite of free features that are
A

included with these plans, it can be quite a savings

(http://communication.howstufﬁworks.com/ip—telephnny.htm. Accessed 5/10/11 9:00

am.).
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2.6.3 Value Added Services

There are many value added services offered by the various VOIP service
providers. For example, there is voice mail facility, 3-way conference, speed dialing, call
forwarding, simultaneous ring, call waiting, caller ID, call return, caller ID block,
anonymous call rejection, an interesting feature of do not disturb, and last number dial.
All these services are mostly free of cost in their basic service plan

(http://www.selfseo.com/story-19378.php. -Accessed 20/01/12 9:43 am).

2.6.4 Presence

:Fhis is an extension of the FMFM functionality. Rather than passively depending
on users to set up locations where they expect to be, the Presence feature can actually
track them down. For example, the system can detect that a user logged onto his or her
e-mail account from a computer in the accounting department or checked voice mail

messages from a phone at the reception area, and it can then extrapolate from that where

the user is.
A _presence system—atso_allows you to create rules about how to handle calls
based on the user's location. For example, you can configure it not to ring your cell
——
phone when you're in the CEO's office.

2.6.5 Conferencing

A good VolIP system will support audio and video conferencing. High-fidelity
wideband VolIP conference phones allow multiple persons at a conference table to

participate in a VoIP conversation from different distances, speaking at a normal

volume.
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You can also tie conferencing functionality into other IP collaboration
applications, so that during the conference call. participants can exchange files,
synchronize calendars, share presentations, and even see one another's computer
desktops. Such functionality is called unified communications.

Many companies are offering enterprise-level unified communications solutions.
Microsoft's entry into the market is its Office Communications Server 2007 (OCS),
which provides for SIP-based calling, presence-based VoIP call management, instant
messaging, and audio, video, and Web-based conferencing.

2.7 PROTOCOLS

éommunication between two people or two devices needs to follow some
protocol. A protocol is a set of rules that governs communication. For example, in a
face-to-face communication between two persons, there is a set of implicit rules in each
culture that define how two persons should start the communication, how to continue the

communication, and how to end the communication. Similarly, in a telephone

conversation, there are a set of rules that is needed to follow. There is a rule on how to

#,..""
make connection (dialing the-tetephone number), how to respond to the call (picking up

the receiver), how to greet, how to let the communication flow smoothly by listening
____..-—-'""__'

when the other party is talking, and finally how to end the communication (hanging up).

In computer networks, communication occurs between entities in different

systems. An entity is anything capable of sending or receiving information. However,

two entities cannot simply send bit streams to each other and expect to be understood.

For communication to occur, the entities must agree on a protocol. A protocol defines

what is communicated, how it is communicated. and when it is communicated

(Forouzan, 2010).
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The main protocols used on the Internet today are Transmission Control Protocol
(TCP) and Internet Protocol (IP) and associated protocols. Since VoIP uses the Internet
as the medium, it also uses the TCP/IP protocol suite. Considering the whole Open
Systems Interconnection (OSI) layer system, VolIP is essentially an application running
on top of the transport layer. Starting from the bottom to the top of the encapsulation
process, any physical and data link layer can be used. IP is the choice of protocol for the
network layer. In the transport layer, TCP introduces-a large amount of setup delay,
which makes it inefficient for voice transmission. The use of User Datagram Protocol
(UDP) on the other hand provides for a much faster data exchange but without reliable
data deiivery. The Real-time Transport Protocol (RTP) and Reliable User Datagram
Protocol (RUDP) are the protocols of choice on top of UDP since they are especially
created for use in VolP and media on demand (Tiantioukas, 2007).

A layered architecture of a VoIP network is shown in Figure 2.5b alongside the

seven-layer OSI model for comparison.

The OSI Model Commonly used protocol
"\ | in VoIP
— /

Application | To allow.access to network resources | 7 RTP. RUDP

—- s Presentation

Session | To estﬁhllstt manage, and terminate sessions I 3

To provide reliable process-to-process
Transport mcésp;agé dehvery and Errurrtggwew 4 UDP

To transiate, encrypt. and compress data

To move packets from source to destination;
NEtwWork | 45 prwidﬁnternebmrking 3 P
i To organize bits into frames; to provide . nk
- To transmit bits over a medium; to provide
Physical | mechanical and electrical specifications 1| Ph} sical
(a) (b)

Figure 2.5 OSI Layer and VolP-used protocols
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The layered model that dominated data communication and networking literature
before 1990 was the Open Systems Interconnection (OSI) model. Everyone believed that
the OS] model would become the ultimate standard for data communications—but this
did not happen. The TCP/IP protocol suite became the dominant commercial
architecture because it was used and tested extensively in the Internet; the OSI model
was never fully implemented (Forouzan, 2010).

The TCP/IP protocol suite was developed prior-to-the OSI model. Therefore, the
layers in the TCP/IP protocol suite do not match exactly with those in the OSI model.
Today, TCP/IP is thought of as a five-layer model with the layers named similarly to the
ones in .the OSI model. The application layer in the suite is usually considered to be the

combination of three layers in the OSI model. Figure 2.6 shows both configurations.

Several application

protocols
—Transport = | Several transport
. O] : oy protocols
twork Networh ~ | Internet Protocol
= o T I and some helping
- me= protocols
Data link I Data link I Undertying
LAN and WAN
Physical - Physical I technology

OS| Model TCP/IP Protocol Suite
(a) (b)

Figure 2.6 the OSI Model and the TCP/IP Protocol Suite

Traditionally, the transport layer was represented in the TCP/IP suite by two

protocols:
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User Datagram Protocol (UDP) and Transmission Control Protocol (TCP). A new
protocol called Stream Control Transmission Protocol (SCTP) has been introduced in

the last few years (Forouzan, 2010).

2.7.1 User Datagram Protocol (UDP)

Transmitting data using the TCP, though reliable, has its own limitations.
Transmission Control Protocol (TCP) is a connection-oriented protocol that provides a
reliable channel for communication. Connection — oriented means, the initiator (the
client) first establishes a connection with the destination (the server), after which both of
them-can send and receive information. TCP implements the connection through an
exchange of messages, called a three-way handshake, between initiator and destination.
TCP achieves reliability by using receiver acknowledgments and retransmissions. TCP
also provides flow control so that senders don’t overwhelm receivers with a flood of
information. These approaches cause delay in transmission, something that cannot be
compromised in voice and video transmission.

Tn_a;:rt this situatier;multimedia transmission usually uses the UDP. The User
Datagram Protocol (UDP) is one of the core members of the Internet Protocol Suite.

A
With UDP, computer applications can send messages, in this case referred to as
datagram, to other hosts on an Internet Protocol (IP) network without requiring prior
communications to set up spe::ial transmission channels or data paths.

UDP uses a simple transmission model without implicit handshaking dialogues
for providing reliability, ordering, or data integrity. Thus, UDP provides an unreliable

service and datagrams may arrive out of order, appear duplicated, or go missing without

notice. UDP assumes that error checking and correction is either not necessary or
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performed in the application, avoiding the overhead of such processing at the network
interface level. Time-sensitive applications often use UDP because dropping packets is
preferable to waiting for delayed packets, which may not be an option in a real-time
system (http://en.wikipedia.org/wiki/User_Datagram_Protocol 23/01/12 11:17 PM).

UDP is the main alternative to 7CP. UDP is often used in videoconferencing
applications or computer games specially tuned for real-time performance. To achieve
higher performance, the protocol allows individual packets to be dropped (with no
retries) and UDP packets to be received in a different order than they were sent as
dictated by the application
(http:f/compnetworking.about.com/od/nehvnrkprﬂtocolsip/g/udp-user-datagram-
protocol.htm Accessed 23/01/12 11:22 PM).

UDP network traffic is organized in the form of datagrams. A datagram
comprises one message unit. The first eight (8) bytes of a datagram contain header

information and the remaining bytes contain message data.

2.7.2 Real-Time Transport-Protocol (RTP)

The Real-Time Transport Protocol is used on top of UDP to solve the problem of
— s

unreliable data transmission. RTP is the protocol often used to carry the audio data in a

VolP conversation; it is a standard developed by the Internet Engineering Task Force

(IETF). It can also be used to carry video data and is designed specifically to handle this
sort of real-time data. It attempts to guarantee that the data will be transmitted and
received in a short period of time. Obviously latency in voice conversations can be a
problem, so RTP avoids this latency as much as possible and concentrates on timely

delivery of data (Gomillion etal, 2005). RTP also solves the problem of “out of order”
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arrival of datagram (Perea, 2008). RTP utilizes the datagram service of UDP and
provides two kinds of information. First, it provides a sequence number that helps the
receiver reorder the packets. Second, it supplies a timestamp that helps the receiver deal
with jitter estimation and synchronization (Tiantioukas, 2007). RTP provides the
receiver with the tools to reproduce the content but does not provide any control
functionality. This functionality is provided by Real Time Control Protocol (RTCP),
which is a companion protocol of RTP and essential for its operation. RTCP provides
additional information about the data exchange and the network performance. RTCP
packets use a different port number than the RTP stream (Comer, 2006).

A drawback of the use of RTP is the additional overhead. The IP/UDP/RTP
header presented in Figure 2.7 is 40-bytes long. The typical data payload carried by this

packet is about one half of the header size (Tiantioukas, 2007).

e | 0 }[ T -
B RTP
— - Destination Port
=5+ UDP
Checksum
————
Version IHL | Type of Service Total Length
Identification Flags Fragment offset
Time to Live Protocol Header checksum
1P
Source IP address
Destination IP address
Options Padding

Figure 2.7 IP/UDP/RTP Header Format
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2.8 SIGNALING IN VOIP

Before a communication takes place in conventional telephony, some necessary
steps must be carried out. After the caller picks up the phone and dials the called party’s
number, a signaling protocol is activated in order to find if the called party is available.
If the called party is available, it establishes a line of communication for the two parties
to talk. The same procedure is followed in VoIP and can be seen in Figure 2.9. First, the
signaling protocol looks for the IP address of the-called person and if he or she is
available and willing to participate a logical channel is established. The call is
established and parameters like voice coding, session protocol and capability exchange
are negotiated between the two users. After that, the two users can talk. The signaling
protocol is still present and monitors the quality of the call and waits for the signal to
terminate the call.

There are two signaling protocols widely used in the market. The older of the
two is H.323, which is an International Telecommunication Union (ITU-T) standard,
and the newer is Session Initiation Protocol (SIP), which is an Internet Engineering Task
Force (IEIEiEéan”dard (Tiantioukas, 2007). Figure 2.8 below shows VOIP signaling

procedure.

B . . "

Call set up phase Parameter negotiation and voice
exchange phase
. User 2

Usz | - User 1% @

User 1 calls User 2; the signaling If User 2 1s available and accepts the call the

protocol 1s searching for the IP signaling protocol negotiates the call parameters
address of User 2 and if she is and the two users can talk
available

Figure 2.8 VoIP Signaling Procedure Including Call Setup and Voice Exchange Phase
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2.9 SOCKET PROGRAMMING

Before you can talk to someone on the phone, you must supply a phone number
to the telephone system. In a similar way, before a program can communicate with
another program, it must tell the network something to identify the other program. In
TCP/IP, it takes two pieces of information to identify a particular program: an Internet
address, used by IP, and a port number, the additional address interpreted by the
transport protocol (TCP or UDP) (Calvert, 2008). The IP-address identifies a particular
device on the network and the port number uniquely identifies a program running on that
device. Programs communicate with each other on the network using a communication
channél (wired or wireless).

The Java language was designed (from the start) for use over the Internet. It
provides many useful abstractions for implementing programs that communicate via the
application programming interface (API) known as sockers. Most programmers, whether
they are coding in the Java language or not, do not want to know much about low-level
details of how applications on different computers communicate with each other.
Programm;gg; ;ént“to deal with-higher-level abstractions that are easier to understand.
Java programmers want objects that they can interact with via an intuitive interface,

—_—
using the Java constructs with which they are familiar.
Sockets live in both worlds -- the low-level details that programmers would rather avoid
and the abstract layer that progr_ammers would rather deal with.

Sockets reside roughly at the Session Layer of the OSI model as shown in fi gure
2.10. The Session Layer is sandwiched between the application-oriented upper layers

and the real-time data communication lower layers. The Session Layer provides services

for managing and controlling data flow between two computers. As part of this layer,
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sockets provide an abstraction that hides the complexities of getting the bits and bytes on
the wire for transmission. In other words, sockets allow us to transmit data by having our

application indicate that it wants to send some bytes (ibm.com/developerWorks).

Application-level layers

Sockets

TCP

P

Data communication-level layers

Figure 2.9 Where Sockets reside in the OSI Model

2.10 JAVA APPLICATIONPROGRAMMING INTERFACE (API)
There a lot of APIs available in Java that helps programmers during coding. Java
—

API is not but a set of classes and interfaces that comes with the Java Development Kit

(JDK). Java API is actually a huge collection of library routines that performs basic

—

programming tasks such as looping, and displaying GUI form

(http://www.roseindia.net/java/javaapi/java-api.shtml Accessed 28/01/12 10:53 PM).
JavaSoft is the business unit of Sun Microsystems that is responsible for Java

technology. JavaSoft has developed a package of APIs called Java Media APIs. The

Java Media APIs is a set of APIs that enables Java programmers to add multimedia to
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their applications. The Java Media API’s include the Java™ 2D API, Java™ 3D API,
Java'™ Advanced Imaging API, Java™ Image 1/0 , Java'™ Media Framework (JMF)
API, Java™ Image 1/0O , Java'™ Shared Data Toolkit (JSDT) , Java'™ Sound API,
Java™ Speech API (http://msvw.ee.iitm.ac.infmtgvenky/JMFBook/Tutorial.pdf 6/7/12

11:10 am.).

2.10.1 Java Media Framework API (JMF)

Java media framework (JMF) is API developed to enable adding audio, video,
and other time-based media to Java applications and applets. JMF extends the Java
Platform Standard Edition (J2SE). It supports recording, streaming, playing, and
converting between multiple media formats. Additionally, it enables developing cross-
platform Java -~ multimedia applications
(http://mw.techopedia.comﬁdeﬁnitionﬁ3996/java-—media-framework-jmf Accessed
5/7/2012 3:24 pm).

Sun Microsystems, Silicon Graphics, and Intel Corporation collaborated to
release JM_E_j:a-..in"’I997. However, the next release of JMF, that is 2.0, was developed

by Sun and IBM and released in 1999. This version supported new features, including

o ———

recording, streaming, and conversion among different media formats.

As already discussed, TCP dominates IP (Internet Protocol) traffic because of its
reliability. This reliability is pogsible because TCP/IP contains numerous software layers
that prevent packet loss and ensure that packets arrive in the order they were sent. TCP

reliability has a devastating impact on multimedia streaming. This occurs because its

numerous software layers steal critical processing power away from multimedia devices
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(http://wwa.sys-con.cc:m/itsg/virtualcd/java/archives/OS03/decarm0/index.html
Accessed 5/7/2012 4:33 pm).

Although, UDP is a protocol that is ideal for multimedia transport, it does not
guarantee that packets will arrive at their destination or that they will arrive in sequence.
Should a packet be lost, multimedia CODECs (Compressors/ Decompressors), the
software algorithms that process multimedia data, gracefully compensate to ensure
smooth playback.

Most of the problems of UDP are solved by RTP. The RTP is built on top of
UDP and it provides time stamps, synchronization, packet-loss detection and other
multimedia features. Since JMF deals with real-time multimedia presentation and
effects processing, it uses RTP. JMF handles time-based media, media which changes
with respect to time. Examples of this are video from a television source, audio from a
raw-audio format file and animations.

The JMF architecture is organized into three stages:

Input Stage | ® Processing Stage ‘ > Output Stage
" 1 ,//—
® Capture devices ® Codecs o Video renderer
* Files on disk e Effects e Save to disk
